OLD Section 2.2 of SRA V1.9

<Internet of Things applications connected to the vision, final text to be included by EURIDICE Kalaboukas Konstantinos and SAP >

<Proposal from Sergio Gusmeroli to add IOT Scenarios (some storytelling and/or videos showing our life in IOT 2020 or 2025; SWOT Analysis (what factors could positively or negatively affect the implementation of the Roadmap)>

<Consolidate all answers to Question 2>

Q2 Proposed IoT application domains:
· Manufacturing, Supply Chain Management, Retail

· People and Goods Transportation

· Healthcare and Inclusion

· Energy saving and Intelligent Buildings

· Mobility and vehicle safety

· Agriculture and Breeding

· Media, entertainment and Ticketing

Kiritsis Dimitris personal SRA  inputs
I would propose to include the following:

-
Sustainable Manufacturing

-
Closed Loop Lifecycle Management

-
Predictive Maintenance applications for products and engineering assets
Uniroma, Carlo Medaglia: Tourism and cultural heritage

iSURF, Sergio Gusmeroli: Application domain is Manufacturing, Supply Chain, Retail in the
Textile/clothing sector

 
Stolpan, Andras Vilmos: Our application domains are: retail, entertainment and ticketing, payment. Additional domains could be: payment, information and data management, access control, hazards and waste management – recycling, 

CASCADAS, Antonio Manzalini : 

· Pervasive services of communications, computing and storage blurring the border between Telco, ICT and Internet services.

EPoSS, Ovidiu Vermesan :

· Energy saving and Intelligent Buildings (Automatic meter reading/Home automation)
Environment monitoring
· Mobility and vehicle safety (Automotive - systems status monitoring, aeronautics)
· Healthcare, pharmaceutical - Personal Area Networks, monitoring of parameters,
· Food traceability
SAP, Stephan Haller:

I would add the following:
        -       Independent Living (related to, but not the same as health care!)
        -       Insurance
        -       Product Lifecycle Management
        -       Car-2-X
        -       Public Safety
        -       Environment, Health & Safety
        -       Compliance
        -       Sustainability
The current lists for Q3&Q4 are quite high-level and in my opinion a mixture of challenges and technologies. Let me add some keywords anyhow, but we need to have an exercise of consolidation & categorization once we have input from all others.
BRIDGE, Mark Harrison: To the list of IoT application domains, we would propose to include:

· Maintenance and management of valuable assets (e.g. medical equipment, 
vehicles, machinery)

CuteLoop, Harald Sundmaeker:  perspective we specifically consider the food chain and craftsmen sectors. The food chain generally incorporates supply chain aspects, while there is an important need for capabilities that go beyond the chain management when focusing on traceable, trusted, sustainable and healthy food. Therefore, food chain could be added as an additional application domain. Concerning craftsmen sector, there are elements that are to some degree reflected by intelligent buildings and manufacturing. Nevertheless, especially the sector characteristics with

respect to SME type companies and craftsmen services in maintenance & refurbishment adds a new perspective with respect to added value services possible in the sector. Therefore, it could be thought about to add the construction and craftsmen application domain for IoT.

EURIDICE, Paolo Paganelli: Propose to distinguish between two domains that have radically different requirements:

 -- People Mobility (maybe it should be consolidated with Vehicle Safety)

(ticketing, individual travel planning, traveller identification and people-related security issues, ..)

 -- Freight Transport and Logistics  

(tracking & tracing, e-Customs, cargo identification at different levels (vehicle/container/package), dangerous goods management, energy efficiency (load factor monitoring), intermodal freight..)
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The scope of IoT applications is expected to greatly contribute to addressing today’s societal challenges: health monitoring systems will help meet the challenges of an ageing society; connected trees will help fight deforestation; connected cars will help reduce traffic congestion and improve their recyclability, thus reducing their carbon footprint. This interconnection of physical objects is expected to amplify the profound effects that large-scale networked communications are having on our society, gradually resulting in a genuine paradigm shift

../..

Some existing Internet of things applications

IoT should not be considered as a utopian concept; in fact, several early-bird components of IoT are already being deployed as illustrated hereafter: 

· Consumers are increasingly using web-enabled mobile phones equipped with cameras and/or employing Near-Field Communication. These phones allow users to access additional information regarding products such as allergen information.

· Member States are increasingly using unique serial numbers on pharmaceutical products (supported by bar-codes), enabling the verification of each product before it reaches the patient. This reduces counterfeiting, reimbursement fraud and dispensing errors. A similar approach taken on the traceability of consumer products in general would improve Europe's ability to tackle counterfeiting and to take measures against unsafe products.
· Several utility companies in the energy sector have started deploying smart electrical metering systems which provide consumption information to consumers in real time and allow electricity providers to monitor electrical appliances remotely.

· Within traditional industries, such as logistics (eFreight), manufacturing and retail, ‘intelligent objects’ facilitate the exchange of information and increase the effectiveness of the production cycle.

These examples rely on several building blocks such as RFID, Near Field Communication (NFC), 2D bar codes, wireless sensor/actuators, Internet Protocol Version 6 (IPv6), ultra-wide-band or 3/4G, which are all expected to play an important role in future deployments.

The European Commission, through the Framework Programme for Research and Development (FP5-6-7) and the Competitiveness and Innovation Framework Programme (CIP), has already invested in these technologies. For example, in the transport area, it is actively promoting their deployment through the Freight Transport Logistics and the Intelligent Transport System Action Plans. Europe’s industry is as well a strong player in many of these technologies, such as telecommunications equipment, enterprise software and semiconductors. Promoting the development of IoT thus reinforces the European ICT sector and should contribute to the growth of 

other sectors, such as those that include proximity services (tourism, personal healthcare, etc).
