From: jean-marie.willigens@dlh.de [mailto:jean-marie.willigens@dlh.de] 
Sent: 11 June 2008 10:37
To: Patrick Guillemin
Subject: CERP_RFID_RD_V1 0.doc
Bonjour Patrick, 
à la suite de la discussion d'hier sur la nécessité d'un papier, même bref, qui fasse la transition entre RFID et Internet of Things, je te joins, comme promis, les trois pages que j'avais rédigées comme introduction au document CERP de septembre 2007 en essayant,  à la demande de Florent Frederix, de montrer la continuité avec les orientations du FP7 et l'articulation dans les temps des deux recherches.
Si cela s'avère réutilisable, je serais heureux d'avoir pu ainsi contribuer à soulager le coordinateur. 
<<CERP_RFID_RD_V1 0.doc>> 
(Pages 1 à 4 uniquement- Introduction) 
Amitiés 
Jean-Marie 
Jean-Marie Willigens contribution to the CERP “Internet Of Things” definition (for the scope update)
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Introduction

The “Cluster of European RFID Projects“ (CERP) was established in January 2007 in order to collect and organise all relevant  research results obtained in recent and current European research projects on RFID,  while also making use of the expertise built-up in the project teams involved and identifying and building upon synergies across projects.

Understandably, CERP participants had to focus more on application domains and research topics already identified or even verified in the frame of their respective projects: Their first conclusions, including the “research roadmap”, therefore only cover a portion of all those application domains which RFID may cover in the long term future and only a subset of all the research fields and topics that need to be explored and addressed in order to realise the RFID vision.

Even if the focus of the CERP group is defined within the frame of the aforementioned limitations, there is already evidence that RFID is no longer just a futuristic vision – but rather a technology, which is now being deployed in many industry sectors. As an example, two large European airlines are already preparing a switch to RFID solutions for improving passenger baggage processes at their main hubs. If they go ahead only months after the bar code technology has finally reached IATA-wide implementation, then they must have determined that only RFID will both bring the substantial further process optimisations and meet the increasing security requirements which their industry requires.

In a similar manner, a wide array of other B2B applications, mainly in the manufacturing  and logistics industries, and in the retail area have progressed in all necessary technical and organisational matters, to the point where the go-ahead for a large-scale implementation is only months away. All these “realistic RFID domains of the next future” have in common that:

a) there is general consensus among their essentially B2B stakeholders regarding the essentials (technology, standardisation requirements, rules), and

b) their potential returns include not only the positive economics for their stakeholders but also quite tangible improvements that also benefit the general public and wider community: A more efficient supply chain, for instance, may by itself contribute to substantial energy efficiencies, while eliminating bogus parts in airline maintenance and fake medicines in the supply chain for health products will directly benefit transportation safety and public healthcare.

Regarding “RFID domains for the farther future”, i.e. with a time horizon between “medium term” and “futuristic”, it is obviously more difficult to determine where vision supersedes realism. Some essential features are known: For instance that there must be a paradigm change from the – relatively – simple “identification of objects at a distance” which may suffice in the current supply chain projects, to the much more challenging “communication between objects” and the even more challenging “distributed intelligence (or Internet) of things”, which implies that there must be a scaleable, efficient, reliable, secure and trustworthy infrastructure, in order to link all involved objects. This is challenge 1 in the ICT FP7 Programme.

This in turn implies that the “intelligence rules” by which the linked objects will react must have been defined and analysed (challenge 2), that hardware and software components both for the network and the interacting objects have been developed, and made available and affordable on a wide-scale (challenge 3), and that the complex sets of rules and protocols governing all the interactions can be accessed with the required speed and quality (challenge 4).

These four challenges are of a rather scientific nature, and can only be met through a combination of both fundamental and applied research efforts. 

Regarding the domains of application for such an “Internet of things”, the current vision has selected three, which constitute “application challenges 5 to 7”. 

· healthcare 

· independent living

· mobility 

They all call, albeit to varying degrees, for an “Internet of things for the citizen”, putting the citizen at the centre of the new scenarios.  (Note that the citizen does not play such a central role in the substantially “riper” B2B scenarios already under development). In other words, acceptance- and “political acceptability” as well – will be of paramount importance for realising these future visions.
This means that the technological research into antennas, decision rules, network structures, etc.  will need to be complemented by research – both fundamental and applied - into human behaviour and drawing from all human and social sciences, including psychology, health, education, and other social aspects such as privacy, which “pervasive networks”, even for things, may increasingly put at risk.

For example, it is certainly plausible that an “Internet of intelligent electrical appliances and mains plugs” may substantially reduce the energy needs of the average household, e.g. by replacing so-called stand-by modes and other wastes of energy. Additionally, an “Internet of moving things” may avoid collisions and reduce traffic jams. 

However, the full potential of such an intelligent environment will only be fruitful if the user/consumer/citizen gives his proactive support: Transferring the “collision avoidance system” of civil aviation into millions of cars by the way of an Internet of cars will only lead to similar very positive results, if the public can be persuaded that no Big Brother shall be watching them, while their too frequent behavioural excesses are being brought under control.

The projects of CERP compiled this paper on RFID research needs according to their expertise within the following RFID application fields
: 

· Logistical tracking & tracing

· Production, monitoring & maintenance

· Product safety, quality & information

· Payment

For each RFID application field the state-of-the-art, a vision, and as result a gap analysis and the according research targets are depicted. 

�	A detailed description of these RFID application fields can be found at: www.rfid-in-action.eu/public/rfid-reference-model





