OLD SRA Section 2.3 from SRA V1.9
<Consolidate all answers to Question 3>

Q3 Initial list of IoT enabling technologies areas
IoT Architecture and Technologies, IoT Communication Protocols, Physical-Virtual Worlds interoperability, Distribution of Intelligence, Secure and Open middleware platforms, as well as Legal and Privacy issues, Things Coding and Naming, communication-Spectrum allocation, energy saving issues, business and governance models, harmonized global IoT standardization.

Kiritsis Dimitris personal SRA  inputs
I think the question is covered quite well. However, I would like to propose the following:

-
Ontology based semantic standards

CuteLoop, Harald Sundmaeker:  view, we are specifically focusing on event-driven agents to enable an intelligent/self-aware behaviour of networked devices; also addressing models for decentralised authentication and trust.

EURIDICE, Paolo Paganelli: Positioning technologies and geo-referenced services platforms, enabling position-based IoT applications.

Uniroma, Carlo Medaglia: NanoIoT and sensors

iSURF, Sergio Gusmeroli: RFID-based single item identification (Things coding)
Stolpan, Andras Vilmos: Encryption and data protection technologies could be added to the list
CASCADAS, Antonio Manzalini : 

1) Decentralized autonomic architectures based on peering of nodes;

2) Lightweight and open middleware based on interacting components/modules abstracting resource and network functions;

3) Bio-inspired algorithms (e.g. self-organization) and game theory (to overcome the risks of tragedy of commons and react to malicious nodes)

4) Self-management techniques to overcome increasing complexities.

EPoSS, Ovidiu Vermesan :

· Technology Challenges (battery size, battery life, energy harvesting, antenna size and transmitting range, distributed self-adaptive software, micro energy microprocessor based wireless identifiable sensors)

SAP, Stephan Haller: (overlapping with existing list)
        - ID & Communication: Global ID schemes, device and system connectivity, communication standards, device discovery, identity management, identification vs. addressing, identity encoding
        - Complexity & Heterogeneity: Life-cycle management of devices & services, self-optimization, self-configuration, remote service, network technologies (fixed, wireless, mobile etc.), device technologies (RFID, embedded systems, PLCs, sensors, actuators etc.)
        - Processes & Intelligence: Semantic interoperability, service discovery, service composition, semantic sensor web, data sharing and collaboration, autonomous agents, human machine interaction, security & trust, distributed logic
        - Performance & Scalability: Edge processing, filtering and aggregation, quality of service, stream processing, cloud computing, event-driven architectures, disconnected operation & synchronization, hardware acceleration
        - Business Cases & Business Models: value propositions, selling of services instead of products, stakeholders 
BRIDGE, Mark Harrison: In addition to the existing list of technologies, we would add:
· autonomous negotiation and decision-making open availability of terrestrial mapping data, with features of interest (e.g. locations of hospitals, public transport facilities) capture of sensor data and interpretation of condition IoT networking, both among "smart objects" and with network infrastructure
