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1. Whirlpool:

Despite of truncation is always possible, there are no OIDs defined for truncated versions.

Other standardization bodies and experts are invited to provided well-defined description of truncated versions. This is addressed to e.g. SC27, ECRYPT.

It should be discussed also whether or not the IV must/will be selected different for truncated versions.

Is the parameter field in the algorithm identifier appropriate to define the length of the value, and does it mean "keeping lower bits"?

   AlgorithmIdentifier  ::=  SEQUENCE  {

        algorithm               OBJECT IDENTIFIER,

        parameters              ANY DEFINED BY algorithm OPTIONAL  }

2. Describe the differences and possible advantages of the ECxDSA variants in a few sentences.

3. ECGDSA is may be actually not commonly used, but it was in the former algo paper and it is expected to be used broader. The OID will come soon.

Put ECGDSA in the section for algorithms without an OID and warn that it may disappear in the next update.

4. What are liberal and conservative views? Better text proposal is needed. Is it liberal use the lower bound from a range and conservative to use the upper bound?

If yes, then both views can be included in one table.

Despite of this Table 8 should include ranges.

5. Reduce the text in Annex G.

6. Explain the probability for Miller-Rabin-tests and give values.

7. Add some words one the class number check. We can not reference a document that is not available or not stable. Ask ECC Brainpool to provide input to TS 102176 within the short time frame.

8. There was a stronger (but called liberal) table presented Parameters for RSA to use up to

1024 -> 2008

1250 -> 2009

2048 -> 2012

  ?  -> 10 years

Parameters for ECC to use up to

160 -> 2006

180 -> 2009

224 -> 2012

Include or mention in an annex?

9. --DONE—(Statement in Part 2 that Secure channel providing integrity or integrity and confidentiality.

It is already mentioned there in the intro. I've overseen that)

10. Add AES support or better make Part 2 extensible with new block ciphers.

11. Is it possible to use HMAC for securing the channel?

Is it compliant to ISO 7816-4?

12. Remove text on the parity bit in 3DES. Do not test a key for parity!

13. Can Session key creation procedure be made more flexible? Use the actual text as an exempli gratia.

14. The SHALL, SHOULD, MAY supported algorithms move in a annex or keep them as it is?

15. It should be mentioned that MD5 is broken, i.e. one can present two different inputs giving the same MD5-hash value, and there are many of such pairs.

16. The DIN random padding has be described to be included.

