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1 [bookmark: _Toc105768402][bookmark: _Toc129709407]Scope

2 [bookmark: _Toc105768403][bookmark: _Toc129709408]References
2.1 [bookmark: _Toc105768404][bookmark: _Toc129709409]Normative references	
[bookmark: _Toc121735127]References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.
Referenced documents which are not found to be publicly available in the expected location might be found at https://docbox.etsi.org/Reference.
NOTE:	While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee their long term validity.
The following referenced documents are necessary for the application of the present document.
[i.ref-ifa011] 	ETSI GS NFV-IFA 011: "Network Functions Virtualisation (NFV) Release 4; Management and Orchestration; VNF Descriptor and Packaging Specification".
2.2 [bookmark: _Toc105768405][bookmark: _Toc129709410]Informative references
References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.
NOTE:	While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee their long term validity.
The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]	 ETSI GR NFV 003: "Network Functions Virtualisation (NFV); Terminology for Main Concepts in NFV".
[i.2]	ETSI GR NFV-EVE 019 V4.1.1: "Network Functions Virtualisation (NFV) Release 4; Architectural Framework; Report on VNF generic OAM functions"
[i.3]	ETSI GR NFV-IFA 029 V3.3.1: "Network Functions Virtualisation (NFV) Release 3;
Architecture; Report on the Enhancements of the NFV architecture towards "Cloud-native" and "PaaS"".

3 [bookmark: _Toc105768406][bookmark: _Hlk105769656][bookmark: _Toc129709411]Definition of terms, symbols and abbreviations
3.1 [bookmark: _Toc105768407][bookmark: _Toc129709412]Terms
3.2 [bookmark: _Toc105768408][bookmark: _Toc129709413]Symbols
3.3 [bookmark: _Toc105768409][bookmark: _Toc129709414]Abbreviations 
4 [bookmark: _Toc105768410][bookmark: _Toc129709415][bookmark: _Hlk99121090]Overview of the VNF generic OAM functions framework
4.1 [bookmark: _Toc105768411][bookmark: _Toc129709416]Introduction
ETSI GR NFV-EVE 019 [i.2] describes three solutions regarding the VNF generic OAM functions architectural framework and its interactions with the rest of the entities of the NFV ecosystem (i.e., NFV-MANO, NFVI, OSS/BSS and VNFs). 
· In clause 6.3 of ETSI GR NFV-EVE 019 [i.2] solution A is described, introducing the set of VNF generic OAM functions as a new functional block capable to interact with NFV-MANO, OSS/BSS and the VNF instances. 
· In clause 6.4 of ETSI GR NFV-EVE 019 [i.2] solution B is described (with two variations B1 and B2) considering extending existing functional blocks functionality by considering VNF generic OAM functions. For example, VNF generic OAM functions like the Upgrade VNF and VNF configuration manager are sorted as part of EM, while the functionality of other VNF generic OAM functions like the log aggregator and the log analyzer are incorporated into NFV-MANO. 
· According to solution C described in clause 6.5 of ETSI GR NFV-EVE 019 [i.2], VNF generic OAM functions can be realized as VNF Common Services, offering services to multiple consumers. The solution considers VNF Common Services are PaaS services hosted by VNFs, as described in clause 7.1.1.2 of ETSI GR NFV-IFA 029 [i.3].
According to the analysis made in ETSI GR NFV-EVE 019 [i.2] the final recommendations describe that the overall design of the VNF generic OAM functions framework qualify solution A and solution C for further investigation. In the following a description of the VNF generic OAM functions framework is provided.
4.2 [bookmark: _Toc105768412][bookmark: _Toc129709417]VNF generic OAM functions framework
4.2.1 [bookmark: _Hlk124255983][bookmark: _Toc129709418]Framework considerations and general functional requirements
[bookmark: _Hlk121731859][bookmark: _Toc129709419]4.2.1.1	General functional requirements
The present clause specifies general requirements applicable to the VNF generic OAM functions framework and all the different types of VNF generic OAM functions.
The functional requirements defined in table 4.2.1.1-1 and table 4.2.1.1-2 are equally applicable to both VM-based and Container-based environments. Table 4.2.1.1-1 provides functional requirements for the VNF generic OAM framework.
Editor’s Note: Some of the functional requirements in table 4.2.1.1-1 are derived from the recommendations in clause 7.2 (table 7.2-1) of ETSI GR NFV-EVE 019 [i.2]. It can be evaluated at a later stage whether to add a NOTE or some statement about the source of the requirements, or we just leave the content in the present clause as is.
Table 4.2.1.1-1: General functional requirements related to VNF generic OAM functions framework
	Identifier
	Recommendation description

	VnfGenOam.Fwk.001
	The VNF generic OAM functions framework shall unambiguously define basic types of VNF generic OAM functions. See note.

	VnfGenOam.Fwk.002
	The VNF generic OAM functions framework shall support the capability of VNF generic OAM functions to interoperate among themselves. See note.

	NOTE:	By defining basic types of VNF generic OAM functions and identifying interoperability points, implementations can unambiguously define the functionalities offered by the solutions, even when these can perform an aggregation of the basic types of VNF generic OAM functions. For example, a “VNF metrics function” could support functionalities of a “VNF metrics aggregator” and “VNF metrics analyser”.



Table 4.2.1.1-2 provides generic functional requirements for the VNF generic OAM functions.
Editor’s Note:  Some of the functional requirements in table 4.2.1.1-1 are derived from the recommendations in clause 7.2 (table 7.2-2) of ETSI GR NFV-EVE 019 [i.2]. It can be evaluated at a later stage whether to add a NOTE or some statement about the source of the requirements, or we just leave the content in the present clause as is.
Table 4.2.1.1-2: General functional requirements related to VNF generic OAM functions
	Identifier
	Recommendation description

	VnfGenOam.GenFunc.001
	A VNF generic OAM function shall support the capability to expose standard interfaces and operations related to the functionality of the VNF generic OAM function.

	VnfGenOam.GenFunc.002
	A VNF generic OAM function shall support the capability to be managed by a managing entity. See note 1.

	[bookmark: _Hlk108432371]VnfGenOam.GenFunc.003
	A VNF generic OAM function shall support the capability of being consumed by any authorized VNF, authorized NFV-MANO entities (FBs or functions), OSS/BSS, or other authorized VNF generic OAM function.

	VnfGenOam.GenFunc.004
	A VNF generic OAM function shall support the capability of being consumed/shared "northbound" by one or multiple services/entities at a time.

	VnfGenOam.GenFunc.005
	A VNF generic OAM function shall support the capability to handle "southbound" multiple entities/instances at a time.

	VnfGenOam.GenFunc.006
	A VNF generic OAM function shall support the capability to support requesting specific operations to NFV-MANO, VNF/VNFC instances, NFVI/hosts, and other VNF generic OAM functions.

	VnfGenOam.GenFunc.007
	A VNF generic OAM function shall support the capability to have a lifecycle independent of any consumer of the VNF generic OAM function.

	VnfGenOam.GenFunc.008
	A VNF generic OAM function shall support the capability to be terminated in a graceful manner.

	VnfGenOam.GenFunc.009
	A VNF generic OAM function shall support the capability to be scaled. See note 2.

	NOTE 1:	This concerns to the "manageability" of the VNF generic OAM function. This requirement implies that the VNF generic OAM function supports the capability to expose standard interfaces and operations to configure the VNF generic OAM function, to query information and supported functionality and capabilities, to enable the subscription to notifications provided by the VNF generic OAM function, and to expose metrics, logs and other information related to the VNF generic OAM function, including its lifecycle.
NOTE 2:	By being scalable, the VNF generic OAM function can adapt for the increasing/decreasing demand of services from/to the VNF generic OAM function.


Editor's Note: as southbound and northbound are used in the requirements, it should be clearly specified in the framework description or design the meaning of "southbound" and "northbound".
[bookmark: _Toc129709420]4.2.1.2	Relationship between VNF Generic OAM functions and PaaS
A VNF generic OAM function can be realized as a PaaS service hosted by VNFs (see also solution C considered in ETSI GR NFV-EVE 019 [i.2]). PaaS services hosted by VNFs are described in clause 7.1.1.2 of ETSI GR NFV-IFA 029 [i.3]. ETSI GR NFV-IFA 029 [i.3] describes two additional models for realizing PaaS services: a) PaaS services as NFVI resources and b) PaaS services as a new object class. 

[bookmark: _Toc129709421]4.2.1.3	Relationship between VNF Generic OAM functions and EMs
VNF generic OAM functions can be used to perform EM related operations like VNF configuration in a generic simplified way. VNF generic OAM functions can interact with any type of VNFs and relax the restriction that the configuration of different VNF types is coupled with dedicated management systems (i.e, EMs). 

Editor’s Note: In a VNF generic OAM functions aware system, to avoid consistency issues the way Indicator and LCM Coordination interfaces exposed by EMs and are used by NFV-MANO according to ETSI GS NFV-IFA 008 [ref-ifa008] is FFS.
4 
4.1 
4.2 
4.2.1 
4.2.2 [bookmark: _Toc129709422]Framework design
[bookmark: _Hlk106375278]A visual representation of the VNF generic OAM functions framework is depicted in figure 4.2.2-1 reassembling properties from both Solution A in clause 6.2 and solution C in clause 6.5 of ETSI GR NFV-EVE 019 [i.2]. 
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Description automatically generated]
Figure 4.2.2-1: VNF generic OAM functions framework
A logical grouping of a set of different VNF generic OAM functions is considered. The set of VNF generic OAM functions can interact with other functional blocks and functions (like NFV-MANO, NFVI, etc.) over defined interfaces, either produced by the VNF generic OAM functions or produced by other functional blocks and functions. The logical set is not a managed object, rather each VNF generic OAM function can be operated and managed independently from others. 
VNF generic OAM functions can be realized as a PaaS service or as a VNF as forms of deployment and lifecycle management. VNF generic OAM functions can also be bundled in a modular way when being realized by respective forms of deployment. 
EXAMPLE:	A "VNF metrics OAM function" can bundle modular individual VNF generic OAM functions such as a "VNF metrics aggregator function" and a "VNF metrics analyser function".
NOTE:	A PaaS service can also be deployed as a VNF or as new types of NFVI resources. Both VM-based and container-based VNF forms of deployment are possible. PaaS services management is out of the scope of the present document.
VNF generic OAM functions can interact with other entities on two major sets of interfaces categorized as "southbound" and "northbound". Northbound interfaces concern to the interfaces where the VNF generic OAM functions play the role of a "producer". Southbound interfaces comprise those where the VNF generic OAM functions play a role of "consumer" regarding the information and capabilities offered by another entity. More information about the interface and service level interactions is provided in clause 4.2.3.
4.2.1.1	General functional requirements
The present clause specifies general requirements applicable to the VNF generic OAM functions framework and all the different types of VNF generic OAM functions.
The functional requirements defined in table 4.2.1.1-1 and table 4.2.1.1-2 are equally applicable to both VM-based and Container-based environments. Table 4.2.1.1-1 provides functional requirements for the VNF generic OAM framework.
Editor’s Note: Some of the functional requirements in table 4.2.1.1-1 are derived from the recommendations in clause 7.2 (table 7.2-1) of ETSI GR NFV-EVE 019 [i.2]. It can be evaluated at a later stage whether to add a NOTE or some statement about the source of the requirements, or we just leave the content in the present clause as is.
Table 4.2.1.1-1: General functional requirements related to VNF generic OAM functions framework
	Identifier
	Recommendation description

	VnfGenOam.Fwk.001
	The VNF generic OAM functions framework shall unambiguously define basic types of VNF generic OAM functions. See note 1.

	VnfGenOam.Fwk.002
	The VNF generic OAM functions framework shall support the capability of VNF generic OAM functions to interoperate among themselves. See note 1 and note 2.

	VnfGenOam.Fwk.003
	The VNF generic OAM functions framework shall support the capability of having multiple instances of the same type of VNF generic OAM function.

	NOTE 1:	By defining basic types of VNF generic OAM functions and identifying interoperability points, implementations can unambiguously define the functionalities offered by the solutions, even when these can perform an aggregation of the basic types of VNF generic OAM functions. For example, a “VNF metrics function” could support functionalities of a “VNF metrics aggregator” and “VNF metrics analyser”.
NOTE 2:	Enabling the interoperability among VNF generic OAM functions enables the "chaining" of functions to provide more complex functionality. As an example: "VNF configuration manager" can consume the exposed "Metrics analyzer" interface, decide an action based on policy and then call the "Traffic enforcer" exposed interface to reroute traffic



Table 4.2.1.1-2 provides generic functional requirements for the VNF generic OAM functions.
Editor’s Note:  Some of the functional requirements in table 4.2.1.1-1 are derived from the recommendations in clause 7.2 (table 7.2-2) of ETSI GR NFV-EVE 019 [i.2]. It can be evaluated at a later stage whether to add a NOTE or some statement about the source of the requirements, or we just leave the content in the present clause as is.
Table 4.2.1.1-2: General functional requirements related to VNF generic OAM functions
	Identifier
	Recommendation description

	VnfGenOam.GenFunc.001
	A VNF generic OAM function shall support the capability to expose standard interfaces and operations related to the functionality of the VNF generic OAM function.

	VnfGenOam.GenFunc.002
	A VNF generic OAM function shall support the capability to be managed by a managing entity. (See note 1)

	VnfGenOam.GenFunc.003
	A VNF generic OAM function shall support the capability of being consumed by any authorized VNF, authorized NFV-MANO entities (FBs or functions), OSS/BSS, or other authorized VNF generic OAM function.

	VnfGenOam.GenFunc.004
	A VNF generic OAM function shall support the capability of being consumed/shared "northbound" by one or multiple services/entities at a time.

	VnfGenOam.GenFunc.005
	A VNF generic OAM function shall support the capability to handle "southbound" multiple entities/instances at a time.

	VnfGenOam.GenFunc.006
	A VNF generic OAM function shall support the capability to support requesting specific operations to NFV-MANO, VNF/VNFC instances, NFVI/hosts, and other VNF generic OAM functions.

	VnfGenOam.GenFunc.007
	A VNF generic OAM function shall support the capability to have a lifecycle independent of any consumer of the VNF generic OAM function. (See note 3)

	VnfGenOam.GenFunc.008
	A VNF generic OAM function shall support the capability to be terminated in a graceful manner.

	VnfGenOam.GenFunc.009
	A VNF generic OAM function shall support the capability to be scaled. (See note 2)

	NOTE 1:	This concerns to the "manageability" of the VNF generic OAM function. This requirement implies that the VNF generic OAM function supports the capability to expose standard interfaces and operations to configure the VNF generic OAM function, to query information and supported functionality and capabilities, to enable the subscription to notifications provided by the VNF generic OAM function, and to expose metrics, logs and other information related to the VNF generic OAM function, including its lifecycle.
NOTE 2:	By being scalable, the VNF generic OAM function can adapt for the increasing/decreasing demand of services from/to the VNF generic OAM function.
NOTE 3:	The capability of its lifecycle being independently managed does not imply that the lifecycle of the VNF generic OAM function is fully independent on the lifecycle of other entities. For instance, in the case when no VNF generic OAM function is available and a new VNF instance is to be associated to a VNF generic OAM function, it is expected that corresponding VNF generic OAM functions will be instantiated as well, or the case of terminating a VNF generic OAM function when it is not anymore in use by a VNF instance.



4.2.3 [bookmark: _Toc121731253][bookmark: _Toc129709423]Interface and service level interactions
For every VNF generic OAM function the following interfaces and service level interactions are considered, as depicted in figure 4.2.2-1:
[image: ]
[bookmark: _Hlk115967031][bookmark: _Hlk115882544]Figure 4.2.2-1: interfaces and service level interactions of VNF generic OAM functions
The set of interfaces and service level interactions of a VNF generic OAM function are categorized into two groups:
-	Northbound: it comprises the set of interfaces and service level interactions on which the VNF generic OAM function primarily plays the role of a "producer" of interface and associated services.
-	Southbound: it comprises the set of interfaces and service level interactions on which the VNF generic OAM function primarily plays the role of a "consumer" of interfaces and associated services produced by another entity.
The northbound set of interfaces is further split into:
-	Northbound-Function (NB-F): interface(s) exposed by the VNF generic OAM function with specific functionality tailored to that VNF generic OAM function. The set of interfaces produced by each VNF generic OAM function are specified in clause 6.
-	Northbound-Management (NB-M): interface(s) exposed by the VNF generic OAM function towards one or multiple corresponding management entity for the purpose of managing the VNF generic OAM function. The NB-M interface(s) are not specified in the present document since the relevant management entities are not defined in the present document either.
NOTE:	If a VNF generic OAM function is deployed as a VNF, relevant management interfaces are specified in ETSI GS NFV-IFA 008 [i.x]. If a VNF generic OAM function is deployed as a PaaS service, current referenced ETSI NFV specifications do not specify corresponding management interfaces.
The southbound set of interfaces is further split into:
-	Southbound-Function (SB-F): to perform the intended functionality, a VNF generic OAM function can interact with different function producer entities (i.e., OSS, NFV-MANO, NFVI or other VNF generic OAM functions). In the case of inter-VNF generic OAM functions interactions, the consumer VNF generic OAM function consumes the NB-F interface of the producer VNF generic OAM function. In other cases, what interfaces are consumed by the VNF generic OAM function depend on the specific function producer entity, e.g, when interacting with NFV-MANO functional blocks and functions such as VNFM, CISM or VIM, the VNF generic OAM function consumes the authorized standard interfaces produced by the respective entity.
-	Southbound-VNF (SB-V): it comprises the interface(s) used to interact with the VNF instances that are being managed with the VNF generic OAM function. The relevant service interaction requirements with VNF instances are specified in clause 8.
5 [bookmark: _Toc121731255][bookmark: _Toc109894574][bookmark: _Toc105768413][bookmark: _Hlk99113643][bookmark: _Toc129709424]Functional requirements for VNF generic OAM functions 
5.1 [bookmark: _Toc105768414][bookmark: _Hlk99113478][bookmark: _Toc129709425]Introduction
Editor’s note: This clause defines functional requirements for VNF generic OAM functions.
Editor’s note: This clause and the overall documentation of the specification could follow a step-wise approach by which some specific functions are dealt with first, e.g., focusing on “Notification manager”, “Upgrade VNF function” and “VNF configuration management” functions.
This clause defines functional requirements for VNF generic OAM functions.
5.2 [bookmark: _Toc105768415][bookmark: _Toc129709426]Functional requirements for VNF generic OAM function Traffic enforcer 
Editor’s note: This clause defines Functional requirements for VNF generic OAM function <Name>,such as  “Upgrade VNF function” and “VNF configuration management”
Editor’s note: This clause defines functional requirements of the VNF generic OAM function based on EVE019 recommendation clause 7.2.
Table 5.2-1 specifies functional requirements applicable to the Traffic enforcer function based on ETSI GR NFV-EVE 019 clause 7.2 [i.2].
Table5.2-1: functional requirements to the Traffic enforcer function.
	Numbering 
	Requirement

	TrafficEnforcer.001
	The Traffic enforcer function shall support the capability to perform traffic isolation and traffic rerouting of one or more VNFC instances. (See note)


	NOTE: Traffic isolation can be partial or full.
Editor's Note: A definition of partial and full isolation is FFS.



5.3 [bookmark: _Hlk106873918][bookmark: _Toc129709427]Functional requirements for VNF generic OAM function Network configuration manager
Table 5.3-1 specifies functional requirements applicable to the Network configuration manager function based on ETSI GR NFV-EVE 019 clause 7.2 [i.2].
Table5.3-1: functional requirements to the Network configuration manager function.
	Numbering 
	Requirement

	NetConfMa.001
	The Network configuration manager function shall support the capability to set network configuration information related to one or more VNF/VNFC instances.



5.4 [bookmark: _Toc129709428]Functional requirements for VNF generic OAM function Upgrade VNF
Table 5.4-1 specifies functional requirements applicable to the Upgrade VNF function based on ETSI GR NFV-EVE 019 clause 7.2 [i.2].
NOTE: Even though the function is named "Upgrade VNF", the function does not only support the upgrade, but also 
update procedures of a VNF, and in general on any kind of software modification involved.
Table5.4-1: functional requirements to the Upgrade VNF.
	Numbering 
	Requirement

	UpgradeVNF.001
	The Upgrade VNF function shall support the capability to modify the software of a VNF to another version. (See note 1) 

	UpgradeVNF.002
	The Upgrade VNF function shall support the capability to add an additional virtual resource to a VNFC instance after VNF upgrading. (See note 2)

	UpgradeVNF.003
	The Upgrade VNF function shall support the capability to coordinate among VNFs when modifying their software to run on another version. (See note 3)

	UpgradeVNF.004
	The Upgrade VNF function shall support the capability to coordinate with other VNF generic OAM functions during the process of VNF software modification to address specific steps in the process. (See note 4)

	NOTE 1: Support to update software of VNF/VNFC, import new service name, import new certificate for other VNF in load balancer, setting configuration of CP in load balancer, etc.
NOTE 2: Support adding CPU or memory, or adding or extending volume to use by extending the storage size, etc.
NOTE 3: Reference to software images (VM or OS container images), database schema change, application configuration files, etc.
NOTE 4: Examples are: to coordinate with the Network configuration manager to add network connectivity to new type of VNF instance, to coordinate with the VNF configuration manager to configure existing or new VNFC instances.



5.5 [bookmark: _Hlk106354189][bookmark: _Toc129709429]Functional requirements for VNF generic OAM function Log aggregator 
Editor’s note: This clause defines Functional requirements for VNF generic OAM function <Name>,such as  “Upgrade VNF function” and “VNF configuration management”
Editor’s note: This clause defines functional requirements of the VNF generic OAM function based on EVE019 recommendation clause 7.2.
Table 5.5-1 specifies functional requirements applicable to the Log aggregator function based on ETSI GR NFV-EVE 019 clause 7.2 [i.2].
Table5.5-1: functional requirements for the Log aggregator function.
	Numbering 
	Requirement

	LogAggregator.001
	The Log aggregator function shall support the capability to collect different types of logs from a set of VNF instances determined by a filter. (see note 1)


	LogAggregator.002
	The Log aggregator function shall support the capability to pre-process the logs. (see note 2)

	LogAggregator.003
	The Log aggregator function shall support the capability to aggregate the logs in a configurable manner. (see note 3)

	LogAggregator.004
	The Log aggregator function shall support the capability to store historical log records. (see note 4)

	LogAggregator.005
	The Log aggregator function shall support the capability to expose (filtered) logs to authorized consumers.

	NOTE 1: The filter shall support filtering of VNF/VNFC instances by type of the VNF/VNFC, vendor, host, zone, VNF instance identifier, etc. Also it shall be able to filter by log attributes metric/log type, severity level, etc.
NOTE 2: One form of pre-processing is to harmonize the format of the logs. 
NOTE 3: Examples of configurable forms of aggregation are to aggregate all logs based on criteria of log level, different instances belonging to the same VNF, VNF instances managed by the same VNFM, etc.
NOTE 4: A use case to store historical log records is about using such records for further root-cause analysis.



5.6 [bookmark: _Toc129709430]Functional requirements for VNF generic OAM function Log analyser 
Editor’s note: This clause defines Functional requirements for VNF generic OAM function <Name>,such as  “Upgrade VNF function” and “VNF configuration management”
Editor’s note: This clause defines functional requirements of the VNF generic OAM function based on EVE019 recommendation clause 7.2.
Table 5.6-1 specifies functional requirements applicable to the Log analyser function based on ETSI GR NFV-EVE 019 clause 7.2 [i.2].
Table5.6-1: functional requirements for the Log analyser function.
	Numbering 
	Requirement

	LogAnalyser.001
	The Log analyser function shall support to analyze and process different types of logs based on a set of analysis functions. (See note 1)

	LogAnalyser.002
	The Log analyser function shall support configuration of the analytics/processing to be applied. (see note 2)

	LogAnalyser.003
	The Log analyser function shall support the capability to send notifications based on findings from the analysis of the logs.

	LogAnalyser.004
	The Log analyser function shall support the capability to expose analytics results to authorized consumers.

	NOTE 1: Examples of analysis functions are abnormal behavior detection, threshold cross, statistical processing etc.
NOTE 2: Examples of configuration forms of the analytics are set threshold, define the composition of the analytic function from a set of basic analytic functions etc.



5.7 [bookmark: _Toc129709431]Functional requirements for VNF generic OAM function VNF Metrics aggregator
Editor’s note: This clause defines Functional requirements for VNF generic OAM function <Name>,such as  “Upgrade VNF function” and “VNF configuration management”
Editor’s note: This clause defines functional requirements of the VNF generic OAM function based on EVE019 recommendation clause 7.2.
Table 5.7-1 specifies functional requirements applicable to the VNF Metrics aggregator function based on ETSI GR NFV-EVE 019 clause 7.2 [i.2].
Table5.7-1: functional requirements for the VNF Metrics aggregator function.
	Numbering 
	Requirement

	VNFMetricAggregator.001
	The VNF Metrics aggregator function shall support the capability to collect different types of metrics from a set of VNF instances determined by a filter. (see note 1)


	VNFMetricAggregator.002
	The VNF Metrics aggregator function shall support the capability to pre-process the metrics.
(see note 2) 

	VNFMetricAggregator.003
	The VNF Metrics aggregator function shall support the capability to aggregate the metrics in a configurable manner. (see note 3)

	VNFMetricAggregator.004
	The VNF Metrics aggregator function shall support the capability to store time series metrics for records. (see note 4)

	VNFMetricAggregator.005
	The VNF Metrics aggregator function shall support the capability to expose (filtered) metrics to authorized consumers.

	NOTE 1: The filter shall support filtering of VNF/VNFC instances by type of the VNF/VNFC, vendor, host, zone, VNF instance identifier, etc. Also it shall be able to filter by metric/log type, severity level, etc.
NOTE 2: One form of pre-processing is to harmonize the format of the metrics.
NOTE 3: Examples of configurable forms of aggregations are to aggregate all metrics related to performance, aggregate metrics from different instances belonging to the same VNF, aggregate metrics of VNF instances managed by the same VNFM, etc.

NOTE 4: Use cases for storing time series of metrics are for instance using the stored metrics for further root-cause analysis, abnormal behavior detection, etc.



5.8 [bookmark: _Toc129709432]Functional requirements for VNF generic OAM function VNF Metrics analyser
Editor’s note: This clause defines Functional requirements for VNF generic OAM function <Name>,such as  “Upgrade VNF function” and “VNF configuration management”
Editor’s note: This clause defines functional requirements of the VNF generic OAM function based on EVE019 recommendation clause 7.2.
Table 5.8F-1 specifies functional requirements applicable to the VNF Metrics analyser function based on ETSI GR NFV-EVE 019 clause 7.2 [i.2].
Table5.8-1: functional requirements for the VNF Metrics analyser function.
	Numbering 
	Requirement

	VNFMetricAnalyser.001
	The VNF Metrics analyser function shall support the capability to analyse and process different types of metrics based on a set of analysis functions. (see note 1)

	VNFMetricAnalyser.002
	The VNF Metrics analyser function shall support the capability to provide configuration of the analytics/processing of metrics to be applied. (see note 2) 

	VNFMetricAnalyser.003
	The VNF Metrics analyser function shall support the capability to send notifications based on findings from the analysis of the metrics.

	VNFMetricAnalyser.004
	The VNF Metrics analyser function shall support the capability to expose the metrics analytics results to authorized consumers.

	NOTE 1: Examples of analysis functions are abnormal behavior detection, threshold crossing, statistical processing, etc
NOTE 2: Examples of configuration forms of the analytics are set thresholds, define the composition of the analytic function from a set of basic analytic functions.


5.9 [bookmark: _Toc129709433][bookmark: _Hlk124257443]Functional requirements for VNF generic OAM function Time function 
Table 5.9-1 specifies functional requirements applicable to the Time function based on ETSI GR NFV-EVE 019 [i.2] clause 7.2 [i.2].
Table 5.9-1: Functional requirements for the Time function
	Numbering 
	Requirement

	TimeFunction.001
	The Time function shall support the capability to ensure that the system time of VNFs and their components is synchronized. See note 1.

	TimeFunction.002
	The Time function shall support the capability to configure the time protocol(s) used in the system . See note 2. 

	TimeFunction.003
	The Time function shall support the capability to set the time for the VNF/VNFC instances.

	TimeFunction.004
	The Time function shall support the capability to provide notifications and alerts to authorized consumers. See note 3.

	TimeFunction.005
	The Time function shall support the capability to record and provide logs to authorized consumers.

	NOTE 1:	Synchronization between VNFs is about preserving the time skew within a certain boundary, for the VNFs with time synchronization requirements.
NOTE 2:	The system is comprised by VNFs with time synchronization requirements and by other entities used to support synchronization (e.g., a master clock server). As an example, for the case of Precision Time Protocol (PTP), examples of  configurable  parameters are “slaveOnly”, “priority1” etc.
NOTE 3:	Alerts triggered by the Time function can be used to support administrative actions and troubleshooting.



Editor’s Note: Related to TimeFunction.003, ETSI GR NFV-EVE019 [i.2] also describes about setting the “time” for the host on which VNF/VNFCs are deployed. This should be further investigated to determine if there is a potential conflict about “who manages the hosts”.
5.10 [bookmark: _Toc129709434]Functional requirements for VNF generic OAM function VNF configuration manager function
Table 5.10-1 specifies functional requirements applicable to the VNF configuration manager function based on ETSI GR NFV-EVE 019 clause 7.2 [i.2].
Table 5.10-1: Functional requirements for the VNF configuration manager function
	Numbering 
	Requirement

	vnfConfigMgmt.001
	The VNF configuration manager function shall support the capability to convey configuration information to one or more VNF/VNFC instances. See note 1.

	vnfConfigMgmt.002
	The VNF configuration manager function shall support the capability to query configuration information of VNF/VNFC instances. See note 2.

	NOTE 1:	Configuration information examples are virtualisation-dependent configurations (e.g., IP addresses set through NFV-MANO mechanisms) and certain virtualization-independent configurations (e.g., thresholds related to the application load).
NOTE 2:	A query can be related to the fetching of the value of a specific configuration parameter. 




6 [bookmark: _Toc105768416][bookmark: _Hlk129702653][bookmark: _Toc129709435]Interface requirements for VNF generic OAM functions 
Editor’s note: This clause defines VNF generic OAM function interface requirements towards NFV-MANO and other management entities (e.g., OSS).
6.1 [bookmark: _Toc105768417][bookmark: _Toc129709436]Introduction
This clause defines interface requirements for VNF generic OAM functions.
6.2 [bookmark: _Toc105768418][bookmark: _Hlk124255620][bookmark: _Toc129709437]Interface requirements for VNF generic OAM function 
5 
6 
6.1 
6.2 
6 [bookmark: _Hlk121731743]
6.1 
6.2 
6.2.1 [bookmark: _Toc129709438]Interface requirements for VNF generic OAM function Traffic enforcer
[bookmark: _Hlk109118555]Table 6.2.1-1 specifies requirements applicable to the Traffic enforcer function by means of exposed interfaces.  
Table 6.2.1-1: requirements to the Traffic enforcer function by means of exposed interfaces.
	Numbering 
	Requirement

	TrafficEnforcerInf.001
	The Traffic enforcer function shall support producing the traffic management Interface.




[bookmark: _Hlk109119999]Editor’s note: the policy management interface is FFS.

Table 6.2.1-2 specifies requirements applicable to the traffic management Interface supported by the traffic enforcer generic OAM function.
[bookmark: _Hlk109118629]Table 6.2.1-2: interface requirements for the Traffic Management Interface.
	Numbering 
	Requirement

	[bookmark: _Hlk109663328]TrafficEnf.Trafm.001
	[bookmark: _Hlk117587720]The Traffic Management Interface shall support the blocking and rerouting of traffic indicating selected VNFC Instances.



6.2.2 [bookmark: _Toc129709439]Interface requirements for VNF generic OAM function Network configuration manager
Table 6.2.2 -1 specifies requirements applicable to the Network configuration manager function by means of exposed interfaces.  
Table 6.2.2-1: requirements to the Network configuration manager function by means of exposed interfaces.
	Numbering 
	Requirement

	NetConfMaInf.001
	The Network configuration manager function shall support producing the Network configuration management Interface.





Table 6.2.2-2 specifies requirements applicable to the Network configuration management Interface supported by the Network configuration manager generic OAM function.
Table 6.2.2-2: interface requirements for the Network configuration management interface.
	Numbering 
	Requirement

	NetConfMa.NetConfm.001
	The Network configuration management interface shall support configuring the network connectivity for the VNF/VNFC instances.



6.2.3 [bookmark: _Hlk129702562][bookmark: _Toc129709440]Interface requirements for VNF generic OAM function Upgrade VNF
Table 6.2.3 -1 specifies requirements applicable to the Upgrade VNF function by means of exposed interfaces.  
[bookmark: _Hlk115097905]Table 6.2.3-1: requirements to the Upgrade VNF function by means of exposed interfaces
	Numbering 
	Requirement

	UpgVNFInf.001
	The Upgrade VNF function shall support producing the VNF Upgrade Management Interface.





Table 6.2.3-2 specifies requirements applicable to the VNF Upgrade Management Interface supported by the Upgrade VNF generic OAM function.
Table 6.2.3-2: interface requirements for the VNF Upgrade Management Interface
	Numbering 
	Requirement

	UpgVNF.VNFUpgMa.001
	The VNF Upgrade Management Interface shall support coordinating VNFs when modifying their software or configuration. (See note 1)

	UpgVNF.VNFUpgMa.002
	The VNF Upgrade Management Interface shall support onboarding, deleting, and querying of VNF upgrade files. (See note 2)

	NOTE 1: The coordination might include installing new file(s) to the VNFC instances and/or configuration of resources related to the VNF. Coordination actions are also about adding network connectivity to the new type of VNF instance, i.e. support to update software of VNF/VNFC, import new service name, import new certificate for other VNF in load balancer, setting configuration of CP in load balancer, or trigger the addition of an additional virtual resource to a VNFC instance after VNF upgrading etc.
NOTE 2: The VNF upgrade files might include configuration files, and modification process and coordination actions related files (e.g., new database schema, additional executables for the VNF).



Editor’s note: Further refinement to requirement UpgVNF.VNFUpgMa.001 (e.g., coordinating) is needed

6.2.4 [bookmark: _Hlk115097720][bookmark: _Toc129709441]Interface requirements for VNF generic OAM function Log aggregator
Table 6.2.4-1 specifies requirements applicable to the Log aggregator VNF generic OAM function by means of exposed interfaces.  

	Numbering 
	Requirement

	VNFLogAggregator.001
	The VNF Log aggregator function shall support producing the Log Exposure Interface.



Editor’s note: Log collection by the Log aggregator function is for FFS.
Table 6.2.4-2 specifies requirements applicable to the Log Exposure Interface supported by the Log aggregator generic OAM function.
Table 6.2.4-2: Interface requirements for the Log Exposure Interface.
	Numbering 
	Requirement

	LogAggr.Expose.001
	The Log Exposure Interface shall support exposing the logs to authorized consumers. 

	LogAggr.Expose.002
	The Log Exposure Interface shall support the capability to support filtering of the logs.



6.2.5 [bookmark: _Toc129709442]Interface requirements for VNF generic OAM function Log analyser

Table 6.2.5-1 specifies requirements applicable to the Log analyser VNF generic OAM function by means of exposed interfaces.  

	Numbering 
	Requirement

	VNFLogAnalyser.001
	The VNF Log analyser function shall support producing the Log Analysis Exposure Interface.



Editor’s note: the way VNF generic OAM functions are configured like also the way policies are applied are for FFS. For the VNF Log Analyzer examples of configuration forms are thresholds setting, settings for detecting abnormal behaviour and notifications, etc.

Table 6.2.5-2 specifies requirements applicable to the Log Analysis Exposure Interface supported by the Log analyser generic OAM function.
Table 6.2.5-2: Interface requirements for the Log Analysis Exposure Interface.
	Numbering 
	Requirement

	LogAnalyser.Expose.001
	The Log Analysis Exposure Interface shall support exposing the logs analysis results to authorized consumers.

	LogAnalyser.Expose.002
	The Log Analysis Exposure Interface shall support configuring the processing of logs to be analyzed.


6.2.6 [bookmark: _Toc101859413][bookmark: _Hlk115097802][bookmark: _Toc129709443]Interface requirements for VNF generic OAM function Metrics aggregator
Table 6.2.6-1 specifies requirements applicable to the Metrics aggregator VNF generic OAM function by means of exposed interfaces.  

	Numbering 
	Requirement

	VNFMetricAggregator.001
	The VNF Metrics aggregator function shall support producing the Metrics Exposure Interface.



Editor’s note: Metrics collection by the metrics aggregator function is for FFS.
Table 6.2.6-2 specifies requirements applicable to the Metrics Exposure Interface supported by the Metrics aggregator generic OAM function.

Table 6.2.6-2: Interface requirements for the Metrics Exposure Interface.
	Numbering 
	Requirement

	MetricAggr.Expose.001
	The Metrics Exposure Interface shall support exposing the metrics to authorized consumers. 

	MetricAggr.Expose.002
	The Metrics Exposure Interface shall support the capability to support filtering of the metrics.


6.2.7 [bookmark: _Toc129709444]Interface requirements for VNF generic OAM function Metrics analyser

Table 6.2.7-1 specifies requirements applicable to the Metrics analyser VNF generic OAM function by means of exposed interfaces.  

	Numbering 
	Requirement

	VNFMetricAnalyser.001
	The VNF Metrics analyser function shall support producing the Metrics Analysis Exposure Interface.



Editor’s note: the way VNF generic OAM functions are configured like also the way policies are applied are for FFS. For the VNF Metrics Analyzer examples of configuration forms are thresholds setting, settings for detecting abnormal behaviour and notifications, etc.

Table 6.2.7-2 specifies requirements applicable to the Metrics Analysis Exposure Interface supported by the Metrics analyser generic OAM function.
Table 6.2.7-2: Interface requirements for the Metrics Analysis Exposure Interface.
	Numbering 
	Requirement

	MetricAnalyser.Expose.001
	The Metrics Analysis Exposure Interface shall support exposing the metrics analysis results to authorized consumers.

	MetricAnalyser.Expose.002
	The Metrics Analysis Exposure Interface shall support configuring the processing of metrics to be analyzed.


6.2.8 [bookmark: _Toc129709445]Interface requirements for VNF generic OAM function Time function
Table 6.2.8 -1 specifies requirements applicable to the Time function by means of exposed interfaces.  
Table 6.2.8-1: requirements for the Time function by means of exposed interfaces
	Numbering 
	Requirement

	TimeFuncInf.001
	The Time function shall support producing the Time management interface.



Table 6.2.8-2 specifies requirements applicable to the Time management interface supported by the Time function.
Table 6.2.8-2: interface requirements for the Time management interface
	Numbering 
	Requirement

	TimeFunc.Mgmt.001
	The Time management interface shall support configuring the protocols used for time synchronization for VNF/VNFC instances with time synchronization requirements. 

	TimeFunc.Mgmt.002
	The Time management interface shall support setting the time for VNF/VNFC instances with time synchronization requirements. See note 1.

	TimeFunc.Mgmt.003
	The Time management interface shall support subscribing/unsubscribing to notifications for authorized consumers and sending notifications and alerts related to time protocol operations on VNF/VNFC instances.

	TimeFunc.Mgmt.004
	The Time management interface shall support exposing logs related to time protocol operations on VNF/VNFC instances. See note 2.

	NOTE 1:	Setting the time can involve different actions such as: providing specific time values to be set or forcing to synchronize the time to a source.
NOTE 2:   Time function can interact with the Log Aggregator function for logs collection related to time protocols operations.


6.2.9 [bookmark: _Toc129709123][bookmark: _Toc129709284][bookmark: _Toc129709446]Interface requirements for VNF generic OAM function Time function
Table 6.2.8 -1 specifies requirements applicable to the Time function by means of exposed interfaces.  
Table 6.2.8-1: requirements for the Time function by means of exposed interfaces
	Numbering 
	Requirement

	TimeFuncInf.001
	The Time function shall support producing the Time management interface.



Table 6.2.8-2 specifies requirements applicable to the Time management interface supported by the Time function.
Table 6.2.8-2: interface requirements for the Time management interface
	Numbering 
	Requirement

	TimeFunc.Mgmt.001
	The Time management interface shall support configuring the protocols used for time synchronization for VNF/VNFC instances with time synchronization requirements. 

	TimeFunc.Mgmt.002
	The Time configuration management interface shall support setting the time for VNF/VNFC instances with time synchronization requirements. See note 1.

	TimeFunc.Mgmt.003
	The Time management interface shall support subscribing/unsubscribing to notifications for authorized consumers and sending notifications and alerts related to time protocol operations on VNF/VNFC instances.

	TimeFunc.Mgmt.004
	The Time management interface shall support exposing logs related to time protocol operations on VNF/VNFC instances. See note 2.

	NOTE 1:	Setting the time can involve different actions such as: providing specific time values to be set or forcing to synchronize the time to a source.
NOTE 2:   Time function can interact with the Log Aggregator function for logs collection related to time protocols operations.


6.2.10 [bookmark: _Toc129709447]Interface requirements for VNF generic OAM function VNF configuration manager 
Table 6.2.9 -1 specifies requirements applicable to the VNF configuration manager function by means of exposed interfaces.  
Table 6.2.9-1: Requirements for the VNF configuration manager function by means of exposed interfaces
	Numbering 
	Requirement

	VnfConfigMgmtFuncInf.001
	The VNF configuration manager function shall support producing the VNF configuration management Interface.



Table 6.2.9-2 specifies requirements applicable to the VNF configuration management Interface supported by the VNF generic OAM function VNF configuration manager.
Table 6.2.9-2: Interface requirements for the VNF configuration management interface
	Numbering 
	Requirement

	VnfConfigMgmt.Conf.001
	The VNF configuration management interface shall support configuring VNF/VNFC instances.

	VnfConfigMgmt.Conf.002
	The VNF configuration management interface shall support querying configuration information of VNF/VNFC instances.



6.3 [bookmark: _Toc105768419][bookmark: _Hlk129702759][bookmark: _Toc129709448] Interface operations
6.3 [bookmark: _Hlk117586156]
6.3.1 [bookmark: _Toc129709449]Interface Operations on VNF generic OAM function Traffic enforcer
[bookmark: _Hlk121733613][bookmark: _Toc129709450]6.3.1.1	Description 
This interface enables a consumer to manage traffic of one or more VNFC instances. 
[bookmark: _Hlk121732008][bookmark: _Toc129709451][bookmark: _Hlk117671680]6.3.1.2	Traffic Management 
[bookmark: _Hlk118908874][bookmark: _Toc129709452]6.3.1.2.1	Description
This operation enables the generic OAM function to isolate from and reconnect traffic towards selected VNFC instances.
Table 6.3.1.2-1 lists the information flow exchanged between the consumer, e.g. another Generic OAM function, NFV-MANO, or other management entities and the producer, that is the traffic enforcer.
[bookmark: _Hlk117778044][bookmark: _Hlk117778107]Table 6.3.1.2.1-1: Traffic Management operation
	Message
	Requirement
	Direction

	TrafMaRequest
	Mandatory
	Consumer  Traffic enforcer

	TrafMaResponse
	Mandatory
	Traffic enforcer   Consumer



[bookmark: _Hlk121731990][bookmark: _Toc129709453]6.3.1.2.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.1.2.2-1.
Table 6.3.1.2.2-1: Traffic management operation input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	vnfcInstanceId
	M
	1..N
	Identifier
	Identifier of the VNFC instance(s) requiring traffic management. 

	targetAction
	M
	1
	Enum
	Specifies the traffic control action.
VALUES:
· ISOLATE: Isolate specified VNFC instances from incoming traffic
· RECONNECT: Reconnect specified VNFC instances for incoming traffic



[bookmark: _Hlk118967742]Editor's Note: whether the operation could support partial traffic isolation/reconnection, e.g., of certain traffic on certain ports, is to be further investigated.
[bookmark: _Hlk121734233][bookmark: _Toc129709454]6.3.1.2.3	Output parameters
The output parameters returned by the operation shall follow the indications provided in table 6.3.1.2.3-1.
             Table 6.3.1.2.3-1: Traffic management operation output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	operationalResult
	M
	1
	Not specified 
	Information about the traffic isolation and reconnection.



[bookmark: _Hlk121732199][bookmark: _Toc129709455]6.3.1.2.4	Operation results
[bookmark: _Hlk118910098]After successful operation, the traffic of affected VNFC instances has been successfully controlled, e.g., the indicated VNFC instances have been traffic isolated or reconnected, dependent on the requested target action. The result of the operation indicates if it has been successful or not with a standard success/error result.
6.3.2 [bookmark: _Hlk121732479][bookmark: _Toc129709456]Interface Operations on VNF generic OAM function Network Configuration Management Interface 
[bookmark: _Hlk121733709][bookmark: _Toc129709457]6.3.2.1	Description 
This interface enables a consumer to set network configuration information related to one or more VNF/VNFC instances. 
[bookmark: _Hlk121732541][bookmark: _Toc129709458][bookmark: _Hlk117667888]6.3.2.2	Network configuration management
[bookmark: _Hlk121732599][bookmark: _Toc129709459]6.3.2.2.1	Description
This operation enables the generic OAM function to configure the network connectivity for the VNF/VNFC instances.
Table 6.3.1.2.1-1 lists the information flow exchanged between the consumer, e.g. another Generic OAM function, NFV-MANO, or other management entities and the producer, that is the network configuration manager.
Table 6.3.2.2.1-1: Network configuration management operation          
	Message
	Requirement
	Direction

	NetConfMa Request
	Mandatory
	Consumer  Network configuration manager


	NetConfMa Response
	Mandatory
	Network configuration manager   Consumer 



[bookmark: _Hlk121734188][bookmark: _Toc129709460]6.3.2.2.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.2.2.2-1.
Table 6.3.2.2.2-1: Network configuration management input parameters
	[bookmark: _Hlk118208354]Parameter 
	Qualifier
	Cardinality
	Content
	Description

	[bookmark: _Hlk119051369]vnfInstanceId 
	M
	0..1
	Identifier
	Identifier of the VNF instance to be  configured for the network connectivity. (see note)

	vnfcInstanceId
	M
	0..1
	Identifier
	Identifier of the VNFC instance to be configured for the network connectivity. (see note)

	cpConfig 
	M

	1..N
	CpConfigInfo
	Information about the external CP instance(s) of the VNF/VNFC instance to be configured. 

	NOTE: Only one of vnfInstanceId and vnfcInstanceId shall be present.



Editor’s note: Whether the Identifier specifies a set of VNFs/VNFCs is FFS
[bookmark: _Toc129709461]6.3.2.2.3	Output parameters
The output parameters returned by the operation shall follow the indications provided in table 6.3.2.2.3-1.
             Table 6.3.2.2.3-1: Network configuration management output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	operationalResult
	M
	1
	Not specified 
	Information about the network configuring.



[bookmark: _Toc129709462]6.3.2.2.4	Operation results
After successful operation, network configuration manager notifies to consumer about completion of network configuration. The result of the operation indicates if it has been successful or not with a standard success/error result.
6.3.3 [bookmark: _Hlk121732851][bookmark: _Hlk117609392][bookmark: _Toc129709463][bookmark: _Hlk117669089][bookmark: _Hlk117784148]Interface Operations on VNF generic OAM function VNF Upgrade Management Interface
[bookmark: _Toc129709464]6.3.3.1	Description
This interface shall allow the Upgrade VNF function to provide VNF upgrade management to the consumer. 
The VNF Upgrade management interface shall support the following operations:
VNF upgrade management operation 
Onboarding VNF upgrade files 
Deleting VNF upgrade files 
Querying VNF upgrade files 
[bookmark: _Hlk121734048][bookmark: _Toc129709465][bookmark: _Hlk117773648]6.3.3.2	VNF upgrade management operation
[bookmark: _Hlk119342885][bookmark: _Toc129709466]6.3.3.2.1	Description
This operation enables the generic OAM function to upgrade VNF/VNFC instances with new software version, virtualised resources, configurations, etc
Table 6.3.3.2.1-1 lists the information flow exchanged between the consumer, e.g. another Generic OAM function, NFV-MANO, or other management entities and the producer, that is the Upgrade VNF function.
Table 6.3.3.2.1-1: VNF upgrade management operation          
	Message
	Requirement
	 Direction

	upgradeVNFRequest
	Mandatory
	Consumer  Upgrade VNF function

	upgradeVNFResponse
	Mandatory
	Upgrade VNF function   Consumer 



[bookmark: _Toc129709467]6.3.3.2.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.3.2.2-1.
Table 6.3.3.2.2-1: VNF upgrade management input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	vnfInstanceId
	M
	0..1
	Identifier
	Identifier of the VNF instance to be upgraded. (see note1)

	vnfcInstanceId
	M
	0..1
	Identifier
	Identifier of the VNFC instance to be upgraded. (see note1)

	configurableProperties
	M
	0..N
	KeyValuePair
	Updated values for configurable properties

	upgradeFileInfo
	M
	1..N
	UpgFileData
	Information about VNF upgrade file(s).This parameter shall at least include the description of the upgrade file, the version of the upgrade file, the access address of the upgrade file, and the installation script of the upgrade file

	NOTE1: Only one of vnfInstanceId and vnfcInstanceId shall be present.




Editor's Note: to be further investigated how to indicate changes of connectivity during the upgrade process, e.g., appropriate input parameters.
[bookmark: _Toc129709468]6.3.2.2.3	Output parameters
The output parameters returned by the operation shall follow the indications provided in table 6.3.3.2.3-1.
             Table 6.3.3.2.3-1: VNF upgrade management output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	UpgradeResult
	M
	1
	Not specified
	Information about the upgrade result.



[bookmark: _Toc129709469]6.3.3.2.4	Operation results
After successful operation, the Upgrade VNF function notifies to consumer about completion of VNF upgrade. The result of the operation indicates if it has been successful or not with a standard success/error result.
[bookmark: _Toc129709470][bookmark: _Hlk117668992]6.3.3.3	Onboarding VNF upgrade files
[bookmark: _Toc129709471]6.3.3.3.1	Description
[bookmark: _Hlk117689574][bookmark: _Hlk117673518]This operation enables the generic OAM function to onboard VNF upgrade files for the VNF/VNFC instances.
Table 6.3.3.3.1-1 lists the information flow exchanged between the consumer, e.g., another Generic OAM function, NFV-MANO, or other management entities and the producer, that is the Upgrade VNF function.
Table 6.3.3.3.1-1: Onboarding VNF upgrade files operation          
	Message
	Requirement
	 Direction

	OnboardVNFUpgFileRequest
	Mandatory
	Consumer  Upgrade VNF function

	OnboardVNFUpgFileResponse
	Mandatory
	Upgrade VNF function   Consumer 



[bookmark: _Toc129709472]6.3.3.3.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.3.3.2-1.
Table 6.3.3.3.2-1: Onboarding VNF upgrade files input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	[bookmark: _Hlk118276873]upgradeFileInfo
	M
	1..N
	UpgFileData
	Information about VNF upgrade file(s).



[bookmark: _Toc129709473]6.3.3.3.3	Output parameters
The output parameters returned by the operation shall follow the indications provided in table 6.3.3.3.3-1.
[bookmark: _Hlk117673499]             Table 6.3.3.3.3-1: Onboarding VNF upgrade files output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	fileInfoId
	M
	0..N
	Identifier 
	Identifier(s) of the on-boarded VNF upgrade file(s)



[bookmark: _Hlk129702811][bookmark: _Toc129709474]6.3.3.3.4	Operation results
After successful operation, the Upgrade VNF function notifies to consumer about completion of onboarding VNF upgrade files. The result of the operation indicates if it has been successful or not with a standard success/error result.
[bookmark: _Toc129709475][bookmark: _Hlk117673548][bookmark: _Hlk117669004]6.3.3.4	Deleting VNF upgrade files
[bookmark: _Toc129709476]6.3.3.4.1	Description
[bookmark: _Hlk117674611]This operation enables the generic OAM function to delete VNF upgrade files for the VNF/VNFC instances.
Table 6.y.z.4.1-1 lists the information flow exchanged between the consumer, e.g. another Generic OAM function, NFV-MANO, or other management entities and the producer, that is the Upgrade VNF function.
Table 6.3.3.4.1-1: Deleting VNF upgrade files operation          
	Message
	Requirement
	 Direction

	DeleteVNFUpgFileRequest
	Mandatory
	Consumer  Upgrade VNF function

	DeleteVNFUpgFileResponse
	Mandatory
	Upgrade VNF function   Consumer 



[bookmark: _Toc129709477]6.3.3.4.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.3.4.2-1.
Table 6.y.z.4.2-1: Deleting VNF upgrade files input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	fileInfoId
	M
	1..N
	Identifier 
	Identifier(s) for the VNF upgrade file(s). 



Editor's Note: to be evaluated if upgrade files can be used for different versions. If so, maybe we will need to specify additional parameters in the deletion and potentially some new operation for updating files.

[bookmark: _Toc129709478]6.3.3.4.3	Output parameters
The output parameters returned by the operation shall follow the indications provided in table 6.3.3.4.3-1.

             Table 6.3.3.4.3-1: Deleting VNF upgrade files output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	deletedFileInfoId
	M
	0..N
	Identifier 
	Identifier(s) of the deleted VNF Upgrade file.



[bookmark: _Toc129709479]6.3.3.4.4	Operation results
After successful operation, the Upgrade VNF function notifies to consumer about completion of deleting VNF upgrade files. The result of the operation indicates if it has been successful or not with a standard success/error result.
Editor’s note: An alignment of the interface requirement in Table 6.2.3-2 is required to remove the support for upgrade file update.
[bookmark: _Hlk121732909][bookmark: _Toc129709480]6.3.3.5	Querying VNF upgrade files
[bookmark: _Toc129709481]6.3.3.5.1	Description
This operation enables the generic OAM function to query VNF upgrade files for the VNF/VNFC instances.
Table 6.3.3.5.1-1 lists the information flow exchanged between the consumer, e.g. another Generic OAM function, NFV-MANO, or other management entities and the producer, that is the Upgrade VNF function.
Table 6.3.3.5.1-1: Querying VNF upgrade files operation          
	Message
	Requirement
	 Direction

	QueryVNFUpgFIleRequest
	Mandatory
	Consumer  Upgrade VNF function

	QueryVNFUpgFIleResponse
	Mandatory
	Upgrade VNF function   Consumer 



[bookmark: _Toc129709482]6.3.3.5.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.3.5.2-1.
Table 6.3.3.5.2-1: Querying VNF upgrade files input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	filter
	M
	1
	Not specified
	Filtering criteria to select one or more VNF upgrade file(s) information. (see note)

	NOTE: Specification of filtering mechanism is part of the protocol design.



[bookmark: _Toc129709483]6.3.3.5.3	Output parameters
The output parameters returned by the operation shall follow the indications provided in table 6.3.3.5.3-1.
             Table 6.3.3.5.3-1: Querying VNF upgrade files output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	queryFileInfoResult
	M
	0..N
	FileInfo
	Information about the VNF upgrade file(s) matching the query.

	NOTE: The lower cardinality is 0 since there may be no matches to the provided filter



[bookmark: _Toc129709484]6.3.3.5.4	Operation results
After successful operation, the consumer has queried the VNF upgrade file querying results. The result of the operation indicates if it has been successful or not with a standard success/error result. For a particular query, information about the VNF upgrade file querying result that are matching with the filter shall be returned.
6.3.4 [bookmark: _Hlk124255544][bookmark: _Toc129709485]Interface Operations on VNF generic OAM function Log Aggregator Exposure Interface
[bookmark: _Toc129709486]6.3.4.1	Description
This interface enables a consumer to access log aggregator results. 
[bookmark: _Toc129709487]6.3.4.2	Exposing Log aggregator results
[bookmark: _Toc129709488]6.3.4.2.1	Description
This operation enables the generic OAM function to expose the log aggregator results to an authorized consumer.
Table 6.3.4.2.1-1 lists the information flow exchanged between the consumer, e.g. another Generic OAM function, NFV-MANO, or other management entities and the producer, that is the VNF log aggregator.
Table 6.3.4.2.1-1: Exposing Log aggregator result operation          
	Message
	Requirement
	 Direction

	LogRequest
	Mandatory
	Consumer  VNF log aggregator


	LogResponse
	Mandatory
	VNF log aggregator  Consumer





	

[bookmark: _Toc129709489]6.3.4.2.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.4.2.2-1.
Table 6.3.4.2.2-1: Exposing Log aggregator result operation input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	Filter
	M
	1
	Not specified
	Filtering criteria to select one or a set of logs. (see note)

	NOTE: Specification of filtering mechanism is part of the protocol design.



[bookmark: _Toc129709490]6.3.4.2.3	Output parameters 
The output parameters returned by the operation shall follow the indications provided in table 6.3.4.2.3-1.
             Table 6.3.4.2.3-1: Exposing Log aggregator result operation output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	queryResult
	M
	0..N
	LogAggregateOutputNot specified 
	Information about the log(s) matching the query.



[bookmark: _Toc129709491]6.3.4.2.4	Output parameters 
After successful operation, the consumer has queried the log aggregator results. The result of the operation indicates if it has been successful or not with a standard success/error result. For a particular query, information about the log aggregator result that are matching the filter shall be returned.
[bookmark: _Toc129709492]6.3.5	Interface Operations on VNF generic OAM function Log Analysis Exposure Interface
[bookmark: _Toc129709493]6.3.5.1	Description
This interface enables a consumer to access log analysis results. 
[bookmark: _Toc129709494]6.3.5.2	Exposing Log Analysis results
[bookmark: _Toc129709495]6.3.5.2.1	Description
This operation enables the generic OAM function to expose the log analysis results to an authorized consumer.
Table 6.3.5.2.1-1 lists the information flow exchanged between the consumer, e.g. another Generic OAM function, NFV-MANO, or other management entities and the producer, that is the VNF log analyser.
Table 6.3.5.2.1-1: Exposing Log analysis result operation          
	Message
	Requirement
	 Direction

	LogInfoRequest
	Mandatory
	Consumer  VNF log analyser


	LogInfoResponse
	Mandatory
	VNF log analyser  Consumer




[bookmark: _Toc129709496]6.3.5.2.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.5.2.2-1.
Table 6.3.5.2.2-1: Exposing Log analysis result operation input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	Filter
	M
	1
	Not specified
	Filtering criteria to select one or a set of log analysis result. (see note)

	NOTE: Specification of filtering mechanism is part of the protocol design.



[bookmark: _Toc129709497]6.3.5.2.3	Output parameters
The output parameters returned by the operation shall follow the indications provided in table 6.3.5.2.3-1.
             Table 6.3.5.2.3-1: Exposing Log analysis result operation output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	queryResult
	M
	0..N
	LogAnalysisOutputNot specified 
	Information about the logs matching the query.



[bookmark: _Toc129709498]6.3.5.2.4	Operation results
After successful operation, the consumer has queried the log analyser results. The result of the operation indicates if it has been successful or not with a standard success/error result. For a particular query, information about the log analysis result that are matching with the filter shall be returned.

[bookmark: _Toc101859414][bookmark: _Toc129709499]6.3.6	Interface Operations on VNF generic OAM function Metrics Aggregator Exposure Interface
[bookmark: _Toc129709500]6.3.6.1	Description
This interface enables a consumer to access metrics aggregator results. 
[bookmark: _Toc129709501]6.3.6.2	Exposing Metrics aggregator results
[bookmark: _Hlk121733164][bookmark: _Toc129709502]6.3.6.2.1	Description
This operation enables the generic OAM function to expose the metrics aggregator results to an authorized consumer.
Table 6.3.6.2.1-1 lists the information flow exchanged between the consumer, e.g. another Generic OAM function, NFV-MANO, or other management entities and the producer, that is the VNF metrics aggregator.

Table 6.3.6.2.1-1: Exposing Metrics aggregator result operation          
	Message
	Requirement
	 Direction

	MetricRequest
	Mandatory
	Consumer  VNF metrics aggregator


	MetricResponse
	Mandatory
	VNF metrics aggregator  Consumer





	

[bookmark: _Toc129709503]6.3.6.2.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.4.2.2-1.
Table 6.3.6.2.2-1: Exposing Metrics aggregator result operation input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	Filter
	M
	1
	Not specified
	Filtering criteria to select one or a set of metrics. 
The filter shall support to specify which vnf instances the metrics information is requested to be collected, and to be capable to aggregate all metrics related to performance, aggregate metrics from different instances belonging to the same VNF, aggregate metrics of VNF instances managed by the same VNFM, etc. (see note)

	NOTE: Specification of filtering mechanism is part of the protocol design.



[bookmark: _Toc129709504]6.3.6.2.3	Output parameters
The output parameters returned by the operation shall follow the indications provided in table 6.3.6.2.3-1.
             Table 6.3.6.2.3-1: Exposing Metrics aggregator result operation output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	queryResult
	M
	0..N
	Not specified 
	Information about the metrics matching the query.



[bookmark: _Toc129709505]6.3.6.2.4	Operation results
After successful operation, the consumer has queried the metrics aggregator result. The result of the operation indicates if it has been successful or not with a standard success/error result. For a particular query, information about the metrics aggregator result that are matching the filter shall be returned.

[bookmark: _Hlk121733018][bookmark: _Toc129709506]6.3.7	Interface Operations on VNF generic OAM function Metrics Analysis Exposure Interface
[bookmark: _Hlk121733084][bookmark: _Toc129709507][bookmark: _Hlk120031104]6.3.7.1	Description
This interface enables a consumer to access metrics analysis results. 
[bookmark: _Toc129709508]6.3.7.2	Exposing Metrics Analysis results
[bookmark: _Hlk120031167][bookmark: _Toc129709509]6.3.7.2.1	Description
This operation enables the generic OAM function to expose the metrics analysis results to an authorized consumer.
Table 6.3.7.2.1-1 lists the information flow exchanged between the consumer, e.g. another Generic OAM function, NFV-MANO, or other management entities and the producer, that is the VNF metrics analyser.
Table 6.3.7.2.1-1: Exposing Metrics analysis result operation          
	Message
	Requirement
	 Direction

	MetricInfoRequest
	Mandatory
	Consumer  VNF metrics analyser


	MetricInfoResponse
	Mandatory
	VNF metrics analyser  Consumer




[bookmark: _Hlk120031096][bookmark: _Toc129709510]6.3.7.2.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.7.2.2-1.
Table 6.3.7.2.2-1: Exposing Metrics analysis result operation input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	Filter
	M
	1
	Not specified
	Filtering criteria to select one or a set of metrics analysis result. 
The filter to specify on which vnf instances the metrics information is requested to be collected. (see note)

	MetricsAnalysisConfig
	M
	1
	Not specified
	The configuration for the metrics analysis. The configuration shall support specifying the metrics to be analysed, the analysis functions, and metrics thresholds.

	NOTE: Specification of filtering mechanism is part of the protocol design.



[bookmark: _Hlk121733263][bookmark: _Toc129709511]6.3.7.2.3	Output parameters
The output parameters returned by the operation shall follow the indications provided in table 6.3.7.2.3-1.
             Table 6.3.7.2.3-1: Exposing Metrics analysis result operation output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	queryResult
	M
	0..N
	MetricsAnalysisOutput 
	Information about the metrics matching the query.



[bookmark: _Hlk121733137][bookmark: _Toc129709512]6.3.7.2.4	Operation results
After successful operation, the consumer has queried the metric analyser results. The result of the operation indicates if it has been successful or not with a standard success/error result. For a particular query, information about the metrics analysis result that are matching with the filter shall be returned.
[bookmark: _Toc129709513]6.3.8       Interface Operations on VNF generic OAM function Time Management Interface
[bookmark: _Toc129709514]6.3.8.1	Description
The Time management interface enables the generic OAM function to configure the time function for the VNF/VNFC instances.
[bookmark: _Toc129709515]6.3.8.2	Time function configuration
[bookmark: _Toc129709516]6.3.8.2.1	Description
This operation enables the generic OAM function to configure time protocols and/or setting the time function for VNF/VNFC instances with time synchronization requirements.
Table 6.3.x.2.1-1 lists the information flow exchanged between the Time function and a consumer of the interface, e.g. OSS/BSS, another Generic OAM function, NFV-MANO, or other management entities.



Table 6.3.8.2.1-1: Time function configuration operation          
	Message
	Requirement
	 Direction

	TimeConfigRequest
	Mandatory
	Consumer   Time function


	TimeConfigResponse
	Mandatory
	Time function  Consumer





	

[bookmark: _Toc129709517]6.3.8.2.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.8.2.2-1.
Table 6.3.8.2.2-1: Time function configuration operation input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	vnfInstanceId
	M
	1
	Identifier
	Identifier of the VNF instance to be configured.

	vnfcInstanceId
	M
	0..1
	Identifier
	Identifier of the VNFC instance to be configured, in case the configuration concerns to a specific VNFC.

	timeConfig
	M
	0..1
	Not specified
	The timeConfig provides values for the time protocol configuration e.g., specifies clock mode, clock priority etc. Examples of time protocols are IEEE 1588, SyncE, etc. 



Editor’s Note: According to TimeFunc.Mgmt.002, the interface supports setting the time fuction for VNF/VNFC instances. However, this needs to be further checked whether existing protocols support this capability.
[bookmark: _Toc129709518]6.3.8.2.3	Output parameters 
The output parameters returned by the operation shall follow the indications provided in table 6.3.8.2.3-1.
             Table 6.3.8.2.3-1: Time function configuration operation output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	operationalResult
	M
	1
	Not specified 
	Information about the Time function configuring.


	
[bookmark: _Toc129709519]6.3.8.2.4	Output results
After successful operation, time function configuration notifies to consumer about completion of time function configuration. The result of the operation indicates if it has been successful or not with a standard success/error result.

[bookmark: _Hlk128410362][bookmark: _Toc129709520]6.3.8.3	Time function notifications management 
Editor’s Note: over which interface notifications are send by VNF Generic OAM functions is FFS.

[bookmark: _Toc129709521]6.3.8.4	Time function logs exposure
Editor’s Note: How the Time fumction is interacting with the Log Aggegator is FFS.

[bookmark: _Toc129709522]6.3.9       Interface Operations for the VNF generic OAM function VNF configuration manager 
[bookmark: _Toc129709523]6.3.9.1	Description
The VNF configuration management interface shall support the following operations:

Set VNF configuration 
Query VNF configuration information

[bookmark: _Toc129709524]6.3.9.2	Set VNF configuration operation
[bookmark: _Toc129709525]6.3.9.2.1        Description
This operation enables the generic OAM function to configure for VNF/VNFC instances.

Table 6.3.9.2.1-1 lists the information flow exchanged between the consumer, e.g. another VNF generic OAM function, NFV-MANO, or other management entities and the producer, that is the configuration manager.


Table 6.3.9.2.1-1: VNF Configuration operation          
	Message
	Requirement
	 Direction

	SetConfigRequest
	Mandatory
	Consumer   Configuration Manager


	SetConfigResponse
	Mandatory
	Configuration Manager  Consumer





	

[bookmark: _Toc129709526]6.3.9.2.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.9.2.2-1.
Table 6.3.9.2.2-1: VNF Configuration operation input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	vnfInstanceId
	M
	1
	Identifier
	Identifier of the VNF instance to be configured. 

	vnfcInstanceId
	M
	0..1
	Identifier
	Identifier of the VNFC instance to be configured, in case the configuration concerns to a specific VNFC.

	Configuration
	M
	1
	Not specified
	Information about the configuration that needs to be applied in the VNF/VNFC instances.



[bookmark: _Toc129709527]6.3.9.2.3	Output parameters 
The output parameters returned by the operation shall follow the indications provided in table 6.3.9.2.3-1.
             Table 6.3.x.2.3-1: VNF Configuration operation output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	operationalResult
	M
	1
	Not specified 
	Information about the success and failure of configuration.


	
[bookmark: _Toc129709528]6.3.9.2.4	Output results
After successful operation, VNF configuration manager function notifies to consumer about completion of the VNF/VNFC configuration. The result of the operation indicates if it has been successful or not with a standard success/error result.

[bookmark: _Toc129709529]6.3.9.3	Query VNF configuration information operation
[bookmark: _Toc129709530]6.3.9.3.1        Description
This operation enables the generic OAM function to query VNF configuration of VNF/VNFC instances.

Table 6.3.9.3.1-1 lists the information flow exchanged between the consumer, e.g. another VNF generic OAM function, NFV-MANO, or other management entities and the producer, that is the VNF configuration manager.
Table 6.3.9.3.1-1: Query VNF Configuration operation          
	Message
	Requirement
	 Direction

	QueryConfigRequestI
	Mandatory
	Consumer   VNF Configuration Manager


	QueryConfigResponse
	Mandatory
	VNF Configuration Manager  Consumer





	




[bookmark: _Toc129709531]6.3.9.3.2	Input parameters
The input parameters sent when invoking the operation shall follow the indications provided in table 6.3.9.3.2-1.
Table 6.3.9.2.2-1: Query VNF configuration operation input parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	filter
	M
	1
	Not specified
	Filtering criteria to select one or a set of configuration information. (see note)
The filter to specify on which VNF/VNFC instances the configuration information is requested to be collected. (see note)

	NOTE: Specification of filtering mechanism is part of the protocol design.



[bookmark: _Toc129709532]6.3.9.3.3	Output parameters 
The output parameters returned by the operation shall follow the indications provided in table 6.3.9.3.3-1.
             Table 6.3.x.2.3-1: Querying VNF configuration operation output parameters
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	queryResult
	M
	0..N
	Not specified 
	Information about the VNF configuration matching the query.


	
[bookmark: _Toc129709533]6.3.9.3.4	Output results
After successful operation, the consumer has queried the VNF configuration manager querying results. The result of the operation indicates if it has been successful or not with a standard success/error result. For a particular query, information about the VNF configuration querying result that are matching with the filter shall be returned.

7 [bookmark: _Toc99706610][bookmark: _Toc99706603][bookmark: _Toc99706606][bookmark: _Toc99706609][bookmark: _Toc99706612][bookmark: _Toc99706611][bookmark: _Toc99706607][bookmark: _Toc99706604][bookmark: _Toc99706605][bookmark: _Toc99706602][bookmark: _Toc99706608][bookmark: _Toc121731317][bookmark: _Toc105768420][bookmark: _Toc129709534]Information elements exchanged
7 
7.1 [bookmark: _Toc129709535]Introduction 
This clause defines, or references, definitions of information elements used in the interfaces defined in the present
document.
The specification of the following information elements is part of the protocol design:
· String.
· Integer.
· Identifier.
· Filter.
· DateTime.
· Value.
· Version.
· KeyValuePair.
7.2 [bookmark: _Toc126661253][bookmark: _Toc126661391][bookmark: _Hlk124255821][bookmark: _Toc129709536][bookmark: _Hlk120631446]Information elements related to Network Configuration Management
7.2.1 [bookmark: _Hlk124256018][bookmark: _Toc129709537]Introduction	
This clause defines information elements related to the Network Configuration Management. 
7.2.2 [bookmark: _Hlk124256055][bookmark: _Toc129709538]CpConfigInfo information element
[bookmark: _Toc129709539]7.2.2.1	Description
This data type provides the list of attributes for the CpConfigInfo information element. 
[bookmark: _Hlk124256202][bookmark: _Toc129709540]7.2.2.2	Attributes 
The CpConfigInfo information element shall follow the indications provided in table 7.2.2.2-1.
Table 7.2.2.2-1: Attributes of the CpConfigInfo information element
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	cpInstanceId
	M
	1
	Identifier
	Identifier of the external CP instance(s) of the VNF/VNFC instance to be configured.

	cpConfig
	M
	1
	FFS
	Configuration information of the external CP instance(s) to be configured, including the information of the CP address, and the protocol that use for CP connection.


7.3 [bookmark: _Toc129709541]Information elements related to VNF Upgrade Management
7.3.1 [bookmark: _Toc129709542]Introduction	
This clause defines information elements related to the VNF Upgrade Management. 
7.3.2 [bookmark: _Hlk124256083][bookmark: _Hlk120626373][bookmark: _Toc129709543]UpgFileData information element
[bookmark: _Hlk126661419][bookmark: _Toc129709544]7.3.2.1	Description
This data type provides the list of attributes for the UpgFileData information element. 
[bookmark: _Toc129709545]7.3.2.2	Attributes 
The UpgFileData information element shall follow the indications provided in table 7.3.2.2-1.
Table 7.3.2.2-1: Attributes of the UpgFileData information element
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	[bookmark: _Hlk120628727]fileInfoId 
	M
	1
	Identifier
	Identifier of the VNF upgrade file define by the file provider. 

	[bookmark: _Hlk120628813]upgFileDescription
	M

	1
	String
	Human-readable description of the VNF Upgrade file. 

	[bookmark: _Hlk120629221]fileAccessLocation
	M
	1
	String
	Information about the VNF upgrade file access address.

	installationScriptLocation
	M
	0..1
	String
	Information about the access address of the installation script used for installing the VNF upgrade file.

	version
	M
	1
	Version
	Version of the VNF Upgrade file.



7.3.3 [bookmark: _Toc129709546]FileInfo information element
[bookmark: _Hlk127199074][bookmark: _Toc129709547]7.3.3.1	Description
This data type provides the list of attributes for the FileInfo information element. 
[bookmark: _Hlk126661420][bookmark: _Toc129709548]7.3.3.2	Attributes 
The FileInfo information element shall follow the indications provided in table 7.3.3.2-1.
Table 7.3.3.2-1: Attributes of the FileInfo information element
	Parameter 
	Qualifier
	Cardinality
	Content
	Description

	fileInfoId 
	M
	0..N
	Identifier
	Identifier of the queried VNF upgrade file(s). 

	upgradeFileDescription
	M

	0..N
	String
	Human-readable description of the queried VNF Upgrade file(s). 

	fileLocation
	M
	0..N
	String
	Information about queried VNF upgrade file(s) address.


7.4 [bookmark: _Toc129709549]Information elements related to the VNF Log Aggregator
7.4.1 [bookmark: _Toc129709550]Introduction
This clause defines information elements related to the VNF Log aggregator generic OAM function. 
7.4.2 [bookmark: _Toc129709551]LogAggregateOutput information element
[bookmark: _Hlk127199190][bookmark: _Toc129709552]7.4.2.1	Description
This data type provides the list of attributes for the LogAggregateOutput information element.
[bookmark: _Hlk127199201][bookmark: _Toc129709553]7.4.2.2	Attributes 
The LogAggregateOutput information element shall follow the indications provided in table 7.4.2.2-1.
             Table 7.4.2.2-1: Attributes of the LogAggregateOutput information element

	Attribute
	Qualifier
	Cardinality
	Content
	Description

	logAggregateId
	M
	1
	Identifier
	Identifier of the log aggregator output.

	aggregateOutputGenerationTime
	M
	1
	DateTime
	The time when the log aggregator output is generated.

	typeSpecificOutput
	M
	1
	Not specified
	The output information specific to the type of log aggregate.


7.5 [bookmark: _Toc129709554]Information elements related to the VNF Log Analysis
7.5.1 [bookmark: _Toc129709555]Introduction
This clause defines information elements related to the VNF Log analysis generic OAM function. 
7.5.2 [bookmark: _Toc129709556]LogAnalysisOutput information element
[bookmark: _Toc129709557]7.5.2.1	Description
This data type provides the list of attributes for the LogAnalsisOutput information element.
[bookmark: _Toc129709558]7.5.2.2	Attributes 
The LogAnalysisOutput information element shall follow the indications provided in table 7.5.2.2-1.

             Table 7.5.2.2-1: Attributes of the LogAnalysisOutput information element

	Attribute
	Qualifier
	Cardinality
	Content
	Description

	logAnalysisType
	M
	1
	Not specified
	The type of a log analysis type (e.g.
· Editor’s Note: the types of different log analysis are for FFS)


	logAnalysisId
	M
	1
	Identifier
	Identifier of the Log analysis output.

	logAnalysisOutputGenerationTime
	M
	1
	DateTime
	The time when the log analysis output is generated.

	typeSpecificOutput
	M
	1
	Not specified
	The output information specific to the  log analysis type.


7.6 [bookmark: _Toc129709559]Information elements related to the VNF Metrics Analysis
7.6.1 [bookmark: _Toc129709560]Introduction
This clause defines information elements related to the VNF Metrics analysis generic OAM function. 
7.6.2 [bookmark: _Toc129709561]MetricsAnalysisOutput information element
[bookmark: _Toc129709562]7.46.2.1	Description
This data type provides the list of attributes for the MetricsAnalysisOutput information element.
[bookmark: _Toc129709563]7.46.2.2	Attributes 
The MetricsAnalysisOutput information element shall follow the indications provided in table 7.46.2.2-1.

             Table 7.46.2.2-1: Attributes of the MetricsAnalysisOutput information element

	Attribute
	Qualifier
	Cardinality
	Content
	Description

	analyticsType
	M
	1
	String
	The type of a metrics analytics process (e.g. “Network service alarm incident analysis”, “Network service health analysis”, “Network service resource utilization analysis”, etc.e.g.
VNF-OAM
VNF-PM 
Editor’s Note: the types of different metrics analytics are for FFS)


	analyticsId
	M
	1
	Identifier
	Identifier of the metrics analytics output.

	analyticsOutputGenerationTime
	M
	1
	DateTime
	The time when the metrics analytics output is generated.

	typeSpecificOutput
	M
	1
	Not specified
	The output information specific to the type of metrics analytics.

	recommendedActions
	M
	0..1
	Not specified
	Recommended actions to follow up according to the output of data analytics.
In case there are no recommended actions described, then these can be decided by a consumer of the interface.




8 [bookmark: _Toc121731319][bookmark: _Toc121731320][bookmark: _Toc105768421][bookmark: _Toc129709564]Service interaction requirements with VNFs
[bookmark: _Hlk124255772][bookmark: _Toc129709565]8.1	Introduction
As specified in clause 4.2.2 the Southbound-VNF (SB-V) is comprised of a set of interfaces used to interact with the VNF instances that are being managed with the VNF generic OAM function. Clause 8 specifies service interaction requirements for the interaction between VNF generic OAM functions and VNFs.  
[bookmark: _Toc129709566]8.2	Service interaction requirements on SB-V

Table 8.2-1 provides service interaction requirements applicable to the SB-V interfaces.
Table 8.2-1: Service interaction requirements on SB-V
	Identifier
	Service interaction requirement
	Additional description and relevant functional requirements

	sb-v.001
	The SB-V interface shall support the capability to support interactions between VNF generic OAM functions and VNFs for management purposes.

	This requirement also expresses that VNF supports one or multiple means of management offered by the VNF generic OAM functions.
How the connectivity is established between VNFs and VNF generic OAM functions is out of scope of the present document.

Reference requirements:
- VnfGenOam.GenFunc.003.

	sb-v.002
	For configuration purposes of the VNF, the SB-V shall support the capabilities to convey configuration data via push mechanisms.
	See note 1.

Push mechanism refers to the methods by which the VNF generic OAM function provides the configuration data into the VNF instance.

Reference requirements:
- TrafficEnforcer.001
- NetConfMa.001
- UpgradeVNF.001
- TimeFunc.Mgmt.001
- VnfConfigMgmt.Conf.001

Editor’s note: to check whether this requirement should be updated based on the VNF configuration manager requirements.
Editor’s note: to check whether this requirement should be updated based on Time function requirements.

	sb-v.003
	For configuration purposes of the VNF, the SB-V shall support the capabilities to convey configuration data via pull mechanisms.
	Pull mechanism refers to the methods by the VNF instance can retrieve the configuration data from the VNF generic OAM function.

Reference requirements:
- TrafficEnforcer.001
- NetConfMa.001
- UpgradeVNF.001
- TimeFunc.Mgmt.001
- VnfConfigMgmt.Conf.001

Editor’s note: to check whether this requirement should be updated based on the VNF configuration manager requirements.
Editor’s note: to check whether this requirement should be updated based on Time function requirements.

	sb-v.004
	For monitoring purposes of the VNF, the SB-V shall support the capability to transfer PM/FM metrics to a VNF generic OAM function via streaming mechanisms. See note 2.
	See note 2.

Reference requirements:
- VNFMetricAggregator.001

	sb-v.005
	For monitoring purposes of the VNF, the SB-V shall support the capability to transfer PM/FM metrics to a VNF generic OAM function via file-based mechanisms. See note 2.
	See note 2.

Reference requirements:
- VNFMetricAggregator.001

	sb-v.006
	For logging purposes of the VNF, the SB-V shall support the capability to retrieve and pull logging data from a VNF instance. See note 3.
	See note 3.

Reference requirements:
- LogAggregator.001

	sb-v.007
	For logging purposes of the VNF, the SB-V shall support the capability to transfer and collect events (or messages) with logging data from a VNF instance. See note 3.
	See note 3.

Reference requirements:
- LogAggregator.001

	NOTE 1:	This requirement is applicable to the case of VNF configuration manager, the Network configuration manager, the Traffic enforcer and the Time function.
NOTE 2:	This is applicable to the case of the VNF metrics aggregator.
NOTE 3:	This is applicable to the case of the Log aggregator.



9 [bookmark: _Toc105768422][bookmark: _Toc129709567]Descriptors for VNF generic OAM functions  
9.1 [bookmark: _Toc105768423][bookmark: _Toc129709568]Introduction
Editor’s note: This clause defines requirements and modeling of design time information of descriptors for the specified VNF generic OAM functions. 
As VNF generic OAM functions are closely related to PaaS, in practice different implementations can rely on different approaches on the way VNF generic OAM functions can be realized as PaaS services. As studied by ETSI GR NFV-IFA 029 [i.3], PaaS services can be deployed as VNFs or can be realized as NFVI resources or as a new managed object class.
Due to the different means and possibilities of deployment of VNF generic OAM functions, descriptors for them are split into two main parts:
-	Descriptors used for the deployment and lifecycle management of the VNF generic OAM function (see clause 9.2). These are further referred as "deployment and lifecycle descriptors of a VNF generic OAM function".
-	Descriptors used to "describe" the characteristics and capabilities of the VNF generic OAM function (see clause 9.3). These are referred as "VNF generic OAM function descriptor" (VGOFD).
Irrelevant of the form of deployment adopted, the specification of the descriptors for VNF generic OAM functions shall consider:
a)	The general functional requirements as described in table 4.2.1.1-1 and table 4.2.1.1-2 in clause 4.2.1.1. 
b)	A unique descriptor irrelevant of the VNF generic OAM function type (e.g., Traffic enforcer, Metrics Aggregator etc.).
c)	Reusing the corresponding standardized deployment descriptors and packaging formats.

9.2 [bookmark: _Toc105768424][bookmark: _Toc129709569]Descriptors overview for VNF generic OAM function
Editor’s note: This clause is about describing different options about Generic OAM function descriptors and implications for example in IFA011/IFA029 etc.
[bookmark: _Toc129709570]9.2.1	Overview
As introduced in clause 9.1, VNF generic OAM functions can be deployed, and their lifecycle be managed using different forms. Based on the concept of VNF Common/Dedicated Service as described in ETSI GR NFV-IFA 029 [i.3] PaaS services can be deployed as VNFs or can be realized as NFVI resources or as a new object class.
Clause 9.2 specifies the requirements regarding the deployment and lifecycle descriptors for VNF generic OAM functions.
[bookmark: _Toc129709571]9.2.2	VNF generic OAM function deployed as a "VNF".
In the case a VNF generic OAM function is deployed and managed as a VNF, the requirements and information modelling specified in ETSI GS NFV-IFA 011 [ref-ifa011] shall apply regarding the descriptors and packaging of the VNF generic OAM function.
[bookmark: _Toc129709572]9.2.3	VNF generic OAM function deployed as an "NFVI resource".
NOTE:	The specification of descriptors for deployment of PaaS Services as one or multiple virtualised resources offered as a new type of NFVI resource is not completed. Therefore, the present document version does not specify related requirements.
[bookmark: _Toc129709573]9.2.4	VNF generic OAM function deployed as a "managed CIS cluster object".
NOTE:	The specification of descriptors for deployment of PaaS Services as one or multiple managed CIS cluster objects (MCCO) is not completed. Therefore, the present document version does not specify related requirements.




[bookmark: _Toc455504149][bookmark: _Toc481503687][bookmark: _Toc95331744][bookmark: _Toc110326914][bookmark: _Toc455504155][bookmark: _Toc481503693][bookmark: _Toc482690142][bookmark: _Toc482690619][bookmark: _Toc482693315][bookmark: _Toc484176743][bookmark: _Toc484176766][bookmark: _Toc484176789][bookmark: _Toc487530225][bookmark: _Toc527986010][bookmark: _Toc19025638][bookmark: _Hlk129706221][bookmark: _Toc129709574]Annex A: Example realizations
Editor’s note: This clause provides an overview of possible open-source solutions and best practices which could be exploited to realize-support the framework (e.g., XGVela). Example realizations should be seen something purely informative.
[bookmark: _Toc129709575]Annex (informative):
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