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The present document analyses the possible evolution, changes or improvements of NFV-MANO architecture to support new trends in NFV-based telco cloud evolution, such as new types of virtualisation technologies, heterogenous infrastructure or hyper-distributed edge deployment.
Starting with a study on future trends related to NFV-based telco cloud evolution and their respective architectural targets potentially applied to NFV-MANO, key architectural principles are identified for deriving potential architectural changes from current NFV-MANO architecture. Resolutions to fulfil the architectural targets of future trends by the proposed NFV-MANO architectural changes are also analysed. At the end, recommendations for NFV-MANO architecture design are delivered considering the future trends.
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Normative references are not applicable in the present document.
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References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.
NOTE:	While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee their long term validity.
The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]	ETSI GR NFV 003: "Network Functions Virtualisation (NFV); Terminology for Main Concepts in NFV".
[i.2]	ETSI GS NFV 006: "Network Functions Virtualisation (NFV) Release 4; Management and Orchestration; Architectural Framework Specification".
[i.3]	ETSI White Paper, 2023: "Evolving NFV towards the next decade".
NOTE:	Available at https://www.etsi.org/images/files/ETSIWhitePapers/ETSI-WP-54-Evolving_NFV_towards_the_next_decade.pdf
[i.4]	ETSI White Paper, 2023: " In the light of Ten Years from the NFV Introductory".
NOTE:	Available at https://www.etsi.org/images/files/ETSIWhitePapers/ETSI-WP-53-In-the-Light-of-Ten-ears-from-the-NFV-Introductory-Whitepaper.pdf
[i.5]	ETSI GR NFV-EVE 023: "Network Functions Virtualisation (NFV) Release 6; Evolution and Ecosystem; Report on new infrastructure resources for NFV".
[i.6]	ETSI GS NFV-IFA 053: "Network Functions Virtualisation (NFV) Release 5; Management and Orchestration; Requirements and interface specification for Physical Infrastructure Management".
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For the purposes of the present document, the terms given in ETSI GR NFV 003 [i.1] and the following apply:
NOTE:	A term defined in the present document takes precedence over the definition of the same term, if any, in ETSI GR NFV 003 [i.1].
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[bookmark: _Hlk527022222]For the purposes of the present document, the [following] symbols [given in ... and the following] apply:
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For the purposes of the present document, the abbreviations given in ETSI GR NFV 003 [i.1] and the following apply:
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[bookmark: _Toc22808952][bookmark: _Toc138687429][bookmark: _Toc141775983][bookmark: _Toc141776955][bookmark: _Toc161582355]4.1	History recapping
The current NFV-MANO reference architecture has experienced a decade of evolution. Initially started from Release 2 (in 2014), a hierarchical NFV-MANO architecture was specified for virtualised network environment, with the target to de-couple software implementations of network functions from their computing, storage and networking resources they use. NFV-MANO is composed of 3 functional blocks (i.e., the NFVO, VNFM and VIM), which managed different levels of resource abstraction like network service, virtualised network function and virtualised infrastructure respectively. The initial NFV-MANO architecture constructed a management and orchestration framework for VM based virtualisation. In Release 3, to support the extended operational scenario of managing network services across multiple NFVI-PoPs or across multiple administrative domains, the functional block WIM and the reference point between two NFVOs were  introduced. In Release 4, several OS container management and orchestration related functions were added, such as the CISM, CIR and CCM, with adapting NFV-MANO to support the management of container based VNFs or network functions following “cloud-native” design principles. This constitutes the functional view of NFV-MANO architecture evolution as illustrated in figure 4.1-1 (derived from ETSI GS NFV 006 [i.2]).
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Figure 4.1-1: Evolution of NFV reference architecture
[bookmark: _Toc161582356]4.2	Future trends
The community of ISG NFV has conducted a lot of exploration and discussion on the future evolution of NFV from 2022, targeting for enhancing the visions and blueprints of NFV based telco cloud development in the next decade. The outcome of the above work is mainly reflected in the publication of two ETSI whitepapers in the first half of 2023: “Evolving NFV towards the next decade” [i.3] (focusing on future technology scenario trends from the ISG NFV community perspective) and “In the light of Ten Years from the NFV Introductory” [i.4] (focusing on future business challenges and recommendations from the ISG operators’ perspective). The future trends expected to happen in the NFV architectural framework are summarized as follows:  
· Evolution of the NFVI. Driven by new telco cloud application scenarios, new requirements for deploying diversified heterogeneous hardware in NFV system are becoming a reality. Multiple innovative technologies related to heterogenous hardware, e.g., DPU, GPU, NPU, FPGA, AI ASIC, encrypted memory space or hypervisor partitioning are expected to be introduced in the NFVI framework. These technologies target to enhance the current hypervisor-based or OS-based NFVI, and fulfil diversified telco-grade requirements (performance, security, reliability or integration) of new applications, such as AI training, digital twin, high-speed video processing or network security. This is a technical trend of horizontally extending the NFVI physical resource (or hardware) layer.
· Evolution of the application virtualisation forms. The ISG NFV community believes that OS container virtualisation will not be the end of NFV technology evolution. Other types of virtualisation technology such as micro VM, Kata container and unikernel can complement VMs and OS containers by combining the advantages of respective virtualisation technologies. Other virtualisation technologies such as WebAssembly (Wasm) is more portable and flexible than OS containers for edge device deployment. This is a technical trend of horizontally or vertically extending the NFV virtualisation layer.
· Evolution of the telco cloud applications. With the wide application of NFV technology in 4G and 5G networks, it is foreseen that the scale of NFV systems is gradually expanding, and more and more telco services are being deployed on top of NFV systems. By adopting new types of infrastructure, virtualisation technologies, NFV systems will be more attractive for new types of telco networks evolving towards 5G advanced and beyond. In the past releases, ISG NFV has studied the enhancement to NFV-MANO for supporting different types of network (e.g., 5G, RAN, MEC) or new capabilities (e.g., network slicing), and in the future, other new types of applications or services running on top of telco cloud will be introduced in the framework, such as AI/ML applications, telco cloud services (learnt from the practice of public cloud services). Through these changes, the NFV application ecosystem will tremendously increase in diversity in the next decade.
· Evolution of automation and intelligence for NFV-MANO. Although NFV-MANO has been initially equipped with necessary automation mechanisms, such as auto-scaling, auto-healing, or policy management, from Release 4 on, ISG NFV persistently explores the new mechanisms or technologies in the scope of autonomous networks, to gradually achieve a higher automation and intelligence level for the whole NFV framework. Such efforts include but not are limited to, DevOps, Intent driven Management/declarative interfaces or MDAF. In the future, with the comprehensive improvement of NFV end-to-end automation capabilities, CLA (Closed Loop Automation), AIOps (Artificial Intelligence operations) and MLOps (Machine Learning operations) technologies will be further introduced to NFV based telco cloud to implement automatic decision-making and optimization.                
· Evolution of telco cloud deployment and coordination. NFV framework is designed to manage and control network functions. As service providers are getting more experienced with NFV practices, it becomes clear that NFV is rapidly being extended to support more use cases covering edge clouds. Edge clouds move down from the convergence edge to the access edge, ultra-edge or even terminal edge to ensure real-time applications such as industrial devices control and metaverse. Correspondingly, infrastructure resources expand from centralized deployment to a full and ubiquitous distributed network functions deployment considering various cloud locations such as central, regional and edge, even in some cases to possibly extreme and far reach locations such as air and space. This will bring new requirements regarding the distribution of infrastructure, network connectivity, telecom networking and coordinated management and orchestration to achieve such a highly distributed infrastructure.
[bookmark: _Toc161582357]4.3	Problem statement
 The current NFV-MANO architecture faces new challenges when NFV evolves to fulfil more and more requirements from innovative scenarios of future trends. The future NFV architecture will no longer be an architecture that supports a main single scenario (e.g., as NFV initially for virtualisation of network functions), but to be a unified architectural framework to support management of extensive and diverse telco applications running on top of heterogenous cloud infrastructure services. In order to adapt to this change, the present document focuses on the following issues on architectural aspects and provides corresponding standardization recommendations for a future-proof architecture:
· The gap between an increasingly loaded architecture due to addition of new functional blocks/functions, interfaces, and the operators’ needs to reduce the complexity of system integration. Main concerns include but not be limited to: ease the interaction between interface consumer and producer, avoid duplicated interface or descriptor information specification across multiple layers, identify interfaces where the NFV framework can bring more or additional value. 
· A unified NFV architectural framework adaptive to multiple scenarios of future trends in a user-friendly manner, and support multi-vendor interoperability in an efficient and flexible way. In this regard, the diversity of future NFVI, application virtualisation forms as well as telco cloud applications needs to be considered.
· Architectural elements which support advanced automation and intelligence, and continuous capability improvement on automatic decision-making and optimization in an NFV autonomous domain.
· Trade-off factors to maintain backward compatibility of the architecture when NFV evolves, such as carrying legacy NFV supported functionality in a unified framework.
[bookmark: _Toc161582358]5	NFV-MANO architectural targets related to future trends 
Editor’s Note: This clause elaborates main future trends related to NFV evolution (e.g., derived from ETSI White Paper, 2023: "Evolving NFV towards the next decade") and respective architectural targets of NFV-MANO to fulfil these trends, such as new types of virtualisation technologies, heterogenous infrastructure and hyper-distributed edge deployment.
[bookmark: _Hlk156378567]Editor’s Note: This clause may also identify and summarize common areas of activities from both NFV and major open-source projects like K8S (e.g., descriptors, networking, LCM, resource management) and document architectural principles and trends that might be an influence from open source (like Telco PaaS).
[bookmark: _Toc161582359]5.1	Introduction
Clause 5 analyses a couple of future trends as described in ETSI whitepaper “Evolving NFV towards the next decade” [i.3], studies their impacts on the current NFV-MANO architecture, and identifies related architectural targets of NFV-MANO to support the trends. Future trends to be studied in respect to their architectural aspects include:
· Diversified and heterogenous infrastructure
· Cloud technologies accommodating different types of virtualisation forms
· New telco applications/services (rather than network functions) running on telco cloud infrastructure
· Improving automation and intelligence for NFV-MANO
· Telco PaaS
Editor’s Note: Other trends can be added per case by case basis.
[bookmark: _Toc161582360]5.2	Trends and respective architectural targets
[bookmark: _Toc161582361]5.2.1	Trend #1: Diversified and heterogeneous infrastructure
[bookmark: _Toc161582362]5.2.1.1	Description
The trend on diversified and heterogeneous infrastructure is mainly described in clause 3.2 of ETSI whitepaper 2023 in “Evolving NFV towards the next decade” [i.3]. Accordingly, a work item in ETSI GR NFV-EVE 023 [i.5] proceeds the study on relevant NFVI use cases and targets to delineate a set of possible design options and potential solutions. The present document focuses on how does potential functionality related to this trend be integrated in a target architecture following the design principles of the present document. 
General background and features of this trend are summarized as follows, referring to the description in ETSI whitepaper “Evolving NFV towards the next decade” [i.3]:
· Driven by new telco cloud application scenarios with high-performance, high-integration and low-cost requirements, such as AI training, video processing and network security;
· In the deployment scenario at the edge, heterogeneous hardware dedicated to edge nodes, can be used as lightweight NFVI edge resources, and meet the requirements of different industries; 
· Heterogeneous hardware (mainly on compute resources) is used to flexibly offload basic service and application workloads, such as big data analysis, network, storage and security data processing;
· Heterogeneous hardware (mainly on network resources) is used to offload virtual switch flow tables;
· Security related infrastructure elements, such as security monitor, encrypted memory space, trust status verification, hypervisor partitioning become additional key building blocks for addressing new challenging security requirements in NFV.
[bookmark: _Toc161582363]5.2.1.2	Targets from the trend
Physical Infrastructure Management (PIM) work item in ETSI GS NFV-IFA 053 [i.6] is foreseen to have direct correlation with this trend. Although the work item is under development and the specification on PIM functionality is not concluded yet, referring to ETSI whitepaper “Evolving NFV towards the next decade” [i.3], the NFV-MANO architectural framework needs to achieve the following architectural targets in fulfilling this trend:
· The PIM functionality is extended to support heterogeneous hardware management;
· Unified management for heterogeneous hardware, by establishing an abstract model of heterogeneous hardware, unifying infrastructure resource orchestration and providing standard APIs;
[bookmark: _Toc161582364]5.2.2	Trend #2: Cloud technologies accommodating different types of virtualisation forms
[bookmark: _Toc161582365]5.2.2.1	Description
The trend on cloud technologies accommodating different types of virtualisation forms is mainly described in clause 3.2 and 4.3 of ETSI whitepaper 2023 in “Evolving NFV towards the next decade” [i.3]. Referring to the whitepaper, general background and features of this trend are summarized as follows:
· With the evolution of virtualisation technology, more virtualisation forms (e.g., micro VM, Kata Container, unikernel and WebAssembly) than the current VM-based virtualisation and OS container virtualisation are introduced in NFV-MANO; 
· Different types of virtualisation forms have their own characteristics of satisfying the requirements of isolation, security, performance as well as flexibility, rapid deployment and efficient resource utilization.
[bookmark: _Toc161582366]5.2.2.2	Targets from the trend
Referring to ETSI whitepaper “Evolving NFV towards the next decade” [i.3], the NFV-MANO architectural framework needs to achieve the following architectural targets in fulfilling this trend:
· [bookmark: _Hlk161581930]Whether the current unified VNF modelling (e.g., VNFD) and NFV-MANO interfaces to address both for supporting OS container and VM virtualisation (virtualisation technology independent) are still valid expected to be extended to support new types of virtualisation forms, or make adaptations, if the whether it is possible to specify an unified management model is extended to support new various types of virtualisation forms;
NOTE: Diverse and quickly changing open source solutions may be a risk for ETSI NFV community to maintain the unified management model for multiple types of virtualisation forms;
[bookmark: _Toc161582367]5.2.3	Trend #3: New telco applications or services running on telco cloud infrastructure
[bookmark: _Toc161582368]5.2.3.1	Description
In addition to briefly mentioning new application scenario as a driving factor to deploy diversified heterogeneous hardware in NFV system, ETSI whitepaper “Evolving NFV towards the next decade” [i.3] does not have more details on new telco applications or services running on telco cloud infrastructure. 
It is foreseen at least two kinds of telco applications or services will grow into new mainstream applications, with the increasing capability of telco cloud infrastructure:
· Compute-intensive or data-intensive applications, such as AI/ML model training, video processing; 
· Cloud services, which learn best practices from public cloud services like IaaS, and provide the infrastructure service capability of telco cloud to the tenancy.
[bookmark: _Toc161582369]5.2.3.2	Targets from the trend 
The NFV-MANO architectural framework needs to achieve the following architectural targets in fulfilling this trend:
· The hierarchy of abstracted NFV objects (NS and VNF) can be complemented by a flat structure of NFV objects for managing new applications;
For cloud services, besides the LCM and FCAPS management functionality, more focuses will be spent on operations/business supporting functionality (e.g., billing, ordering) of cloud services.
[bookmark: _Toc161582370]5.2.4	Trend #4: Improving automation and intelligence for NFV-MANO
[bookmark: _Toc161582371]5.2.4.1	Description
The trend on improving automation and intelligence for NFV-MANO is mainly described in clause 4.5 of ETSI whitepaper 2023 in “Evolving NFV towards the next decade” [i.3]. Referring to the whitepaper, general background and features of this trend are summarized as follows:
· New automation technologies like DevOps can extend the automation support to NFV-MANO system, from mere lifecycle management to service design, testing, integration (end to end automation); 
· AIOps and MLOps can be applied to implement automatic decision making and optimization in an end to end NFV automation scenario, mainly be beneficial to the following four areas:
a) Intent-based network management will optimize how NFV-MANO understands service providers’ requirements for the network, and translates them into network polices and actions;
b) NFV will evolve to be capable to perform more proactive infrastructure fault management;
c) AI-driven capacity planning and optimization will enable NFV to perform a more accurate capacity planning and efficient use of NFV infrastructure;
d) AI technology will be used to assist in realizing the NFV unified management to optimize resources through intelligent service scheduling.
[bookmark: _Toc161582372]5.2.4.2	Targets from the trend 
The NFV-MANO architectural framework needs to achieve the following architectural targets in fulfilling this trend:
· Determine the logical relationship between AI functions and the current NFV-MANO functionality, such as NS or VNF management. The relationship may include, on the one hand, AI serves for cloud, such as AI functions provide intelligent analytics outputs to NFV-MANO for guiding more efficient NS lifecycle management. On the other hand, cloud serves for AI, such as NFV-MANO provides high-precision, fine-semantics and cross-level correlated datasets to AI functions for training models.
· Determine how to integrate AI functions as well as other automation functions (e.g., intent management, or policy management) into NFV-MANO architectural framework in a consistent way, and guarantee the smooth evolution of the architecture.
[bookmark: _Toc145317174][bookmark: _Toc145348660][bookmark: _Toc145596465][bookmark: _Toc145598159][bookmark: _Toc146203841][bookmark: _Toc146271015][bookmark: _Toc146271236][bookmark: _Toc146292220][bookmark: _Toc161582373]5.2.5	Trend #5: Telco PaaS
[bookmark: _Toc145317239][bookmark: _Toc145348725][bookmark: _Toc145596530][bookmark: _Toc145598224][bookmark: _Toc146203906][bookmark: _Toc146271080][bookmark: _Toc146271301][bookmark: _Toc146292285][bookmark: _Toc161582374]5.2.5.1	Description
Telco Platform as a service (PaaS) is about the cloud computing service model that provides a platform enabling telecommunication service providers to support the management of applications without having to consider the complexity of the underlying infrastructure. Telco PaaS Services can be related to networking, communications APIs, OAM applications development, or other functionalities tailored to the telco industry.
Examples of Telco PaaS capabilities are about support for multiple IaaS platforms, integration with CI/CD tools, application development and deployment facilitating close interaction with Kubernetes for workload management, application testing and build of container images.
In the context of ETSI NFV, PaaS service management aspects  and PaaS Services realizing VNF generic OAM functions are described in ETSI GS NFV-IFA 049 [i.7].
[bookmark: _Toc161582375]5.2.5.2	Targets from the trend 
Editor’s Note: targets will be described in a different contribution.
[bookmark: _Toc161582376]5.2.x	Trend #x: <Name of future trend x>
[bookmark: _Toc161582377]5.2.x.1	Description
[bookmark: _Toc161582378]5.2.x.2	 Targets from the trend
[bookmark: _Toc161582379]6	Key architectural principles in NFV evolution
Editor’s Note: This clause elaborates key architecture principles (to some extent regarded as traction targets to the architectural changes in the next clause) for supporting NFV evolution.
Editor’s Note: This clause may also identify and summarize common areas of activities from both NFV and major open-source projects like K8S (e.g., descriptors, networking, LCM, resource management) and document architectural principles and trends that might be an influence from open source (like Telco PaaS).
[bookmark: _Toc161582380]6.1	Introduction
Architectural principles to support NFV evolution (represented by NFV future trends in clause 5) are elaborated in clause 6, and associated architectural goals to apply respective principle are also analysed.   
[bookmark: _Toc161582381]6.2	Simplification
[bookmark: _Toc161582382]6.2.1	Description
The current NFV architecture up to Release 4 has evolved through different Releases by specifying new NFV-MANO functional blocks and functions and all the relevant interactions. These changes have also been reflected in updates of the architectural framework figures, and overtime, the figure has become rather complex to follow.
[bookmark: _Hlk152735586]With the NFV evolution to support new trends such as diversified and heterogeneous infrastructure, multi-cloud or hybrid cloud accommodating different types of virtualisation forms, or new telco applications running on telco cloud infrastructure, it is foreseen that the functionality of NFV-MANO will gradually expand which might result in the NFV-MANO to increase its architectural complexity.  For a system to implement the NFV-MANO architectural framework (e.g., as a software system), complexity can be reflected by two aspects:
· The number of functional components to construct an NFV-MANO system is large;
· The interaction relationship among these functional components is more complex.
The characteristics of architectural complexity results in the following insurmountable issues for the target system implemented based on the architecture:
· Modifications to one functional component might affect all its associated components;
· Root cause analysis in a complex system can be more difficult than in a simpler system.
For a future NFV-MANO to be implemented as a software system, its architectural complexity is not merely in its design phase, but is more in the phase after it is put into use. There are continuous requirements to be implemented, so that the software system might be constantly modified and the architectural complexity has a great impact on the entire lifecycle of the system. Therefore, it is a natural principle for an NFV-MANO system to adopt a simplified architecture to fulfil the growing future needs.
[bookmark: _Toc161582383]6.2.2	Associated architectural goals to apply the principle
[bookmark: _Toc161582384]6.2.2.1	Future NFV-MANO, a more declarative system
With regards to applying “simplification” principle to a target architecture, an NFV-MANO system (i.e., a system’s implementation is correspondent to NFV-MANO architecture) for fulfilling the future trends of NFV evolution, is foreseen to be a more declarative system. “Declarative” or “imperative” is mainly the goal of a management system following certain architectural principles.  A declarative system focuses on “what to do” while an imperative system focuses on “how to do”. Accordingly, the APIs a management system exposes are declarative or imperative in nature.
The current APIs exposed by NFV-MANO functional entities are more imperative, except that the CISM exposesd declarative interfaces are declarative and can be when profilinged to de-facto Kubernetes Declarative Management APIs (e.g., using Kubernetes method kubectl apply). For example, for NS or VNF lifecycle management operations, each API has its specific endpoints for granular operations like instantiation, scaling or healing. For policy management, the APIs exhibit the actions of transfer, delete, activate and deactivate, which need to be further combined by the API consumer for fulfilling a certain objective. 
For declarative APIs, on the contrary, the API consumer provides the desired state of a system or object that it wants the API producer to achieve, and leaves the implementation on how to achieve the desired state to the API producer. Declarative APIs help to move the complexity of an interface operation implementation from the API consumer to the API producer, and can be regarded as an effective way to simplify the interactions between the API consumer and API producer. Following a more declarative management paradigm, the current NFV-MANO APIs can become simpler in design, potentially not needing some of the granular imperative operations supported by additional API endpoints.
The future NFV-MANO system can be envisioned to perform management of NFV objects in a more declarative way, e.g., by adopting more declarative APIs in fulfilling the future trends. However, imperative APIs still play their unique role of effectiveness in certain scenarios, such as only creating new objects and not keeping these objects in synchronization after the creation (seldom update), or just updating a single attribute of an object. A good target NFV architecture during its evolution needs to take the strength of declarative APIs and imperative APIs into account, and adopt API solutions to fit in with their appropriate scenarios.
[bookmark: _Toc161582385]6.2.2.2	Architectural view hierarchy
One aspect of the current NFV architecture’s complexity comes from its single complete architectural diagram that fulfils various use cases addressed by NFV-MANO solutions. The detailed functional structure of NFV-MANO could cause an actor to lose his focus when developing the solution for a certain use case by referencing NFV-MANO architecture. When more functional entities are accommodated in NFV-MANO in the future trends, the phenomenon will be more explicit.
Even though a simplified architectural diagram might be beneficial for some actors, it could be an obstacle for other actors. For example, an OSS developer only needs an abstract view of which external interfaces are supported by NFV-MANO, but a developer of a function within NFV-MANO will need to know which interfaces are provided and consumed by each NFV-MANO function. Therefore, multiple architectural diagrams might be needed to satisfy the needs of different actors.
A goal to apply “simplification” principle in this context, is to provide a hierarchical set of NFV architecture diagrams. The top level NFV architectural view may provide architectural elements with the highest abstraction level in NFV architecture, e.g., NFVI, MANO and network elements or applications applying certain virtualisation technology. In the lower level of architectural view, more specific architectural elements are introduced and specified as the unfolding elements of the element in the top level view, to fulfil the functionality required for a certain use case, e.g., using the NFVO, VNFM and VIM as unfolding elements of MANO for managing VM based VNFs, and using the NFVO, VNFM and CISM as unfolding elements of MANO for managing containerized VNFs.
[bookmark: _Toc149288600][bookmark: _Toc161582386]6.3	Evolution
[bookmark: _Toc149288601][bookmark: _Toc161582387]6.3.1	Description
NFV architecture supporting the management of telco cloud needs to follow the architectural principle of evolution. No matter what new advanced trends are to be supported by NFV architecture, the functionality objectives could be achieved “step by step” instead of “in one step”, by inheriting the values of legacy functionality (e.g., keeping the outstanding design ideas, functional logic of the existing functions in the architecture, as well as identifying lessons learnt from the historical practices). Based on that, NFV architecture can be iteratively improved to well adapt to the constant changes/development of telco cloud management requirements in the future.
The architecture of a software system following evolution principle develops like the following procedures:
· Firstly, the designed architecture meets the business requirements at that time.
· Secondly, the architecture is constantly iterated in the actual application process, retaining excellent designs, repairing defective designs, correcting erroneous designs, and deprecating outdated functionalities, so that the architecture gradually improves.
· Thirdly, when the business changes or develops, the architecture needs to be extended or reconstructed. The code might be rewritten, but valuable experience, lessons, logic, design can continue in the new architecture.
[bookmark: _Toc161582388]6.3.2	Associated architectural goals to apply the principle
[bookmark: _Toc161582389]6.3.2.1	Backward compatibility
Backward compatibility is a basic and important architectural goal to achieve when telco networks evolve. According to Wikipedia definition in [i.8], backward compatibility is a property of an operating system, software, real-world product, or technology that allows for interoperability with an older legacy system, or with input designed for such a system, especially in telecommunications and computing.
In the context of NFV evolution, backward compatibility has two levels of semantics:
· Architectural level, which focuses on how does a future-proof NFV architecture consistently include and work with older legacy functions, such as keeping VM based VNF management in case that OS container-based virtualization is introduced in NFV-MANO, or keeping virtualized resource management in case that the NFVI management is extended to include more physical resources or bare-metal servers. In some other words, the legacy VNFs or legacy OSS/BSS can interact with NFV-MANO during NFV evolution.
· Interface level, which focuses on how does a new format of APIs work with a legacy format of APIs in the architecture, such as connecting the NFVO produced intent-based APIs (northbound) with the NFVO invoked imperative APIs (southbound) in an end-to-end NS lifecycle management scenario.
Editor’s Note: Need to also explain about the need to provide “migration procedures” (or aspects) in case backward compatibility cannot be maintained.
[bookmark: _Toc161582390]6.3.2.2	High extensibility
Extensibility includes a couple of characteristics related to maintainability of a software system. The level of extensibility (e.g., from low extensibility to high extensibility) reflects how easy it is to extend or enhance the software system. Software systems that are designed to be extensible take future growth into account by anticipating the need to add new functionality.
A future-proof NFV-MANO system is expected to support high extensibility, with accommodating new management functionality to fulfill the future NFV trends in a smooth and flexible way. This might include the targets to refine the functional layout in NFV-MANO, distribute functions into multiple orthogonal functional categories, and evolve the functionality in each category independently from each other. The design of high extensibility for NFV architecture also needs to make the integration complexity of NFV-MANO system in a reasonable range.
[bookmark: _Toc161582391]6.x	<Name of architectural principle> 
[bookmark: _Toc161582392]6.x.1	Description
[bookmark: _Toc161582393]6.x.2	Associated architectural goals to apply the principle
[bookmark: _Toc161582394]7	Architectural solutions and potential enhancements
Editor’s Note: This clause proposes respective architectural solutions as well as potential enhancements to align with architectural principles in the previous clause. Resolution to identified architectural targets of future trends in clause 5 is also analysed and concluded.
[bookmark: _Toc161582395]7.1	Introduction
The present clause proposes specific architectural solutions addressing one or more future trends of NFV evolution in the previous clauses, applies appropriate architectural principles and their respective goals in formulating the architectural solutions. It focuses more on the architectural changes or improvements for NFV-MANO. Functional requirements (or recommendations) to interfaces or NFV descriptors to fulfil these architectural changes are out of the scope of the present document.
[bookmark: _Toc161582396]7.2	Specific architectural solutions 
Editor’s Note: Architectural solutions addressing one or more future trends are proposed in the present clause. In case of overlapping or conflicting architectural solutions, a pros/cons analysis may be required.
[bookmark: _Toc161582397]7.2.1	Solution #1: Level 0, abstracted conceptual view for telco cloud management
[bookmark: _Toc161582398]7.2.1.1	Description
Learnt from the high-level NFV framework as depicted in clause 5.2 of ETSI GS NFV 002 [i.9], an abstracted NFV conceptual view consists of three architectural elements: NFVI, VNF and NFV-MANO, as shown in figure 7.2.1.1-1.
[image: ]
Figure 7.2.1.1-1: High-level architectural elements in NFV framework
With the NFV evolution to fulfil increasing future trends as described in clause 5 of the present document, the architectural elements and their interoperability in NFV framework could be kept unchanged, and be further filled in with new or enhanced functionality. To be more accurately reflect the scope the future NFV architectural framework targets to support, the Level 0 abstracted conceptual view for NFV based telco cloud management might be adapted as in figure 7.2.1.1-2. The northbound Telco Cloud MANO consumers include not only OSSs which consume the management of NSs and VNFs, but also BSSs and enterprise portals of self-services which consume the telco cloud management services provided by Telco Cloud MANO.
[image: ]
Figure 7.2.1.1-2: Level 0 abstracted conceptual view for telco cloud management
· Telco Cloud Infrastructure, a set of infrastructure resources and services, including the diversity of physical resources, virtualisation-specific infrastructure services such as virtual machines or OS containers, and Telco PaaS services in the telco cloud environment, with fulfilling telco-grade requirements on networking, performance, reliability, security and O&M. Telco Cloud Infrastructure supports the execution of Telco Cloud Application.
· Telco Cloud Application, which covers diverse applications (e.g., network functions/services as telco network applications, 3rd party applications, or telco cloud services) running over Telco Cloud Infrastructure.
· Telco Cloud MANO (TC-MANO), which is responsible for the orchestration, lifecycle management as well as FCAPS management of infrastructure resources/services and telco cloud applications. TC-MANO focuses on all virtualisation-specific management tasks for telco cloud applications.
[bookmark: _Toc161582399]7.2.1.2	Future trends addressed by the solution
As the Level 0 abstracted conceptual view for telco cloud management, all the future trends in clause 5 are expected to be addressed by Solution #1 in figure 7.2.1.1-2.
[bookmark: _Toc161582400]7.2.2	Solution #2: Level 1, unfolded-MANO architectural view for telco cloud management
[bookmark: _Toc161582401]7.2.2.1	Description
Derived from Level 0 abstracted conceptual view (Solution #1) in clause 7.2.1, architectural element Telco Cloud MANO “TC-MANO” can be further unfolded to formulate Level 1 architectural view for telco cloud management as in figure 7.2.2.1-1. 
[image: ]
   Figure 7.2.2.1-1: Level 1 unfolded-MANO architectural view for telco cloud management 
In Level 1 architectural view, TC-MANO is unfolded to two logical functions: Telco Cloud Application Management (TCAM) and Telco Cloud Infrastructure Management (TCIM).
· Telco Cloud Application Management, is responsible for the lifecycle management and FCAPS management of telco cloud applications.
· Telco Cloud Infrastructure Management, is responsible for the lifecycle management and FCAPS management of telco cloud infrastructure resources or services.
[bookmark: _Toc161582402]7.2.2.2	Future trends addressed by the solution
As the Level 1 unfolded-MANO architectural view for telco cloud management, all the future trends in clause 5 are expected to be addressed by Solution #2. Level 1 architectural view is the baseline solution for designing Level 2 architectural solutions, which are scenario-specific for addressing one or multiple trends, e.g., the scenario of telco cloud management supporting evolved mobile networks (5G advanced and beyond).
[bookmark: _Toc161582403]7.2.n	Solution #N
[bookmark: _Toc161582404]7.2.n.1	Description
[bookmark: _Toc161582405]7.2.n.2	Future trends addressed by the solution

[bookmark: _Toc161582406]8	Recommendations
[bookmark: _Toc455504150][bookmark: _Toc481503688][bookmark: _Toc482690137][bookmark: _Toc482690614][bookmark: _Toc482693310][bookmark: _Toc484176738][bookmark: _Toc484176761][bookmark: _Toc484176784][bookmark: _Toc487530220][bookmark: _Toc527986005][bookmark: _Toc19025634][bookmark: _Toc19026116][bookmark: _Toc67664010][bookmark: _Toc67666911][bookmark: _Toc67666933][bookmark: _Toc67667049][bookmark: _Toc67667209]Editor’s Note: This clause delivers recommendations to NFV-MANO architecture specified in ETSI GS NFV 006 v4.4.1, on how are the architecture changes or enhancements (if necessary) adaptive to long-term evolution of NFV based telco cloud.
[bookmark: _Toc161582407]9	Conclusion


[bookmark: _Toc161582408]Annex A (informative): Title
[bookmark: _Toc481503689][bookmark: _Toc482690138][bookmark: _Toc482690615][bookmark: _Toc482693311][bookmark: _Toc484176739][bookmark: _Toc484176762][bookmark: _Toc484176785][bookmark: _Toc487530221][bookmark: _Toc527986006][bookmark: _Toc19025635][bookmark: _Toc19026117][bookmark: _Toc67664011][bookmark: _Toc67666912][bookmark: _Toc67666934][bookmark: _Toc67667050][bookmark: _Toc67667210][bookmark: _Toc455504151][bookmark: _Toc161582409]A.1	First clause of the annex 
[bookmark: _Toc455504152][bookmark: _Toc481503690][bookmark: _Toc482690139][bookmark: _Toc482690616][bookmark: _Toc482693312][bookmark: _Toc484176740][bookmark: _Toc484176763][bookmark: _Toc484176786][bookmark: _Toc487530222][bookmark: _Toc527986007][bookmark: _Toc19025636][bookmark: _Toc19026118][bookmark: _Toc67664012][bookmark: _Toc67666913][bookmark: _Toc67666935][bookmark: _Toc67667051][bookmark: _Toc67667211][bookmark: _Toc161582410]A.1.1	First subdivided clause of the annex

[bookmark: _Toc455504155][bookmark: _Toc481503693][bookmark: _Toc482690142][bookmark: _Toc482690619][bookmark: _Toc482693315][bookmark: _Toc484176743][bookmark: _Toc484176766][bookmark: _Toc484176789][bookmark: _Toc487530225][bookmark: _Toc527986010][bookmark: _Toc19025638][bookmark: _Toc19026120][bookmark: _Toc67664014][bookmark: _Toc67666915][bookmark: _Toc67666937][bookmark: _Toc67667053][bookmark: _Toc67667213][bookmark: _Toc161582411]Annex (informative): Change History
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