|  |
| --- |
| **CHANGE REQUEST** |
|  | ETSI TS 103 301 | **Version** | 1.3.1 | **CR** | *1* | **rev** | - |  |
|  |
| **CR Title** | Correct the SSP version control for the GPC service |
|  |  |
| **Original Source** | ITS WG1 |
|  |  |
| **Work Item Ref** | RTS/ITS-00181 | **Submission date** | 19.05.2020 |
| **Approving TB**  | ITS | **Approval date** | 03.07.2020 |
| **Category:** | **F** | **Release** | 1 |  |
|  | Use **one** of the following categories:**F** (correction)**A** (correction in an earlier release)**B** (addition of feature) **C** (functional modification of feature)**D** (editorial modification) |  |
|  |  |
| **Reason for change** | The SSP version control for the GPC service is set to value0.This is not possible as the value 0 is reserved for testing only and the value for SSP version control should start at value 1 in a published TS.  |
|  |  |
| **Consequence if not approved** | in a real deployment an ITS-S which receives RTCMEM messages with version 0 in the signing certificate migh drop the received messages. |
|  |  |
| **Summary of change** | Change value of SSP version control to 1 in table 25. |
|  |  |
| **Clauses affected** | 9.4.3.2 |
|  |  |
| **Linked Change Requests** | - |  |
|  |  |  |
|  |  |
| **Other comments** |  |
|  |  |

#### 9.4.3.2 GPC service communication requirements for short range access technologies

……………………

Table 25: Octet Scheme for GPC service SSPs

|  |  |  |
| --- | --- | --- |
| Octet # | Description | Value |
| 0 | SSP version control | ~~0~~1 |