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### 7.2.3. Root CA certificates

***Apply the following changes (deletions):***

This clause defines additional aspects of Root CA certificates as defined in ETSI TS 102 940 [i.1]. Root CA certificates shall be of type EtsiTs103097Certificate as defined in clause 6, with the following constraints:

The component issuer shall be set ~~as follows:~~

* ~~For root certification authority certificates, the component issuer shall be set~~ to self.
* ~~For root certification authority link certificates, the component issuer shall be set to sha256AndDigest or sha384AndDigest as defined in IEEE Std 1609.2 [1] clause 6.4.7.~~

These toBeSigned components shall be included in addition to those specified in clause 6:

* certIssuePermissions shall be used to indicate issuing permissions, i.e. permissions to sign subordinate certification authority certificates with certain permissions.
* appPermissions shall be used to indicate permissions to sign:
* CRLs and contain the ITS-AID for the CRL as assigned in ETSI TS 102 965 [2].
* CTLs and contain the ITS-AID for the CTL as assigned in ETSI TS 102 965 [2].

The toBeSigned component CertificateId shall be set to the choice name and shall contain a unique name associated to the root certification authority.

Additional requirements to Root CA certificates are defined in [i.4].

### 7.2.5 Trust List Manager certificate

***Apply the following changes (deletions):***

This clause defines additional aspects of Trust List Manager certificates. Trust List Manager certificates shall be of type EtsiTs103097Certificate as defined in clause 6, with the following constraints:

The component issuer shall be set ~~as follows:~~

* ~~For Trust List Manager certificates, the component issuer shall be set~~ to self.
* ~~For Trust List Manager link certificates, the component issuer shall be set to sha256AndDigest or sha384AndDigest as defined in IEEE Std 1609.2 [1] clause 6.4.7.~~

These toBeSigned components shall be included in addition to those specified in clause 6:

* region: this component shall contain the geographic validity restriction associated to the Trust List Manager.
* appPermissions: this component shall contain the ITS-AID for the CTL as assigned in ETSI TS 102 965 [2].

The toBeSigned component CertificateId shall be set to the choice name and contain the unique name string associated to the TLM.

These toBeSigned components shall be absent:

* encryptionKey.
* certIssuePermissions.

Additional requirements to TLM certificates are defined in [i.4].