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ETSI ESI Workshop - Signatures in the Cloud – Agenda

Date: 14th March 2013, immediately following the ESI #38 meeting.

Location: UPC, Barcelona, Spain
Objective

 The aim of this workshop is to exchange an understanding of commercial and national solutions to the application of advanced, qualified and other forms of electronic signatures, applied “in the cloud” within the Europe context.  This is to assist in the directing of future standardisation in this area under Mandate 460 phase 2.

General Approach

As we have a number of speakers kindly offering to present their approach to signatures in the cloud, it is proposed to have short 10-15 minute presentations followed by "round table" discussion on any issues that come out of presentations. 
 Speakers are asked to highlight the expected "business" usage of their offering and particular features of how the offering operates.  Any thoughts regarding standardisation requirements / issues for further discussion in the following round table session are also welcome. Speakers are requested to provide references to more detailed material / contacts for further information; so that where further details are required this can be obtained.

Agenda
9:00
1)      Introduction and outline of plans for the day.
2)      Session 1 (General Commercial Offerings)
a) Gemalto – Coesys Digital Signature Service & Vialmo Mobile ID
Ijaz Khan - Gemalto
http://www.gemalto.com/govt/coesys/government.html 
http://www.gemalto.com/govt/coesys/mobile_id.html

b) Dictao – Cloud-based SSCD: qualified signature under effective signer sole control made easy
Olivier Clémot - Dictao
http://www.dictao.com/
c) InfoCert / Intesi PkBox  
Giuseppe Damiano - Intesi
http://www.intesigroup.com/en/products_pksuite.html
d) Thales – HSM role in Server Signing
Jonathan Allin – Thales nShield Product Manager 
e) Izenpe & Safelayer – Signing with a virtual certificate
Iñigo Barreira – Izenpe 
Elena Segundo – Safelayer
f) Cryptomathic Signing Server technology – feedback from nation-wide deployments in DK and LU
Guillaume Forget – Cryptomathic
g) Cryptolog's Universign solution for signing in the cloud 
Julien Stern - Cryptolog
10:30 – 11:00 Round table discussion
11:00 – 11:15 Coffee

3)  Session 2a International Signature Services
a) Docusign – Document signing in the cloud
Doug Rybacki  – DocuSign 
b) EchoSign – The Cloud as Peripheral
Leonard Rosenthol – Adobe 
https://www.echosign.adobe.com
4)     Session 2b Nationally recognised solutions

c) Norwegian BankID 
Rune Hagen - Bankenes Standardiseringskontor
d) Austrian server-based qualified signature 
Peter Lipp - Stiftung Secure Information and Communication Technologies  
e) Italian server-based qualified signature
Andrea Caccia - UNI/UNINFO 
12:30 – 13:00 Round table / floor discussion

13:00 – 14:00 Lunch

5)      Session 3 - Presentations on current standards activities
•        OASIS Digital Signature Service
Juan Carlos Cruellas – UPC (OASIS DSS co-chair)
•        CEN Server signing – TS 419 241
Franck Leroy – Certinomis (editor TS 419 241)
•        ETSI Mobile signing TS/TR 102 203 etc
Ijaz Khan -  Gemalto 
15:00 – 15:30 Discussion

15:30 – 16:00 Coffee

6)       Wrap up and any conclusion on Mandate 460 work plan focusing on server signing / signing in the cloud.
16:30 – Finish
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