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Workshop on secure applications for the digital economy
and requirements for standardization
Strategic Intent
When and where?

April 19th, 2013 in ETSI




650 Route des Lucioles

06921 Sophia Antipolis

FRANCE
Why is this workshop being held?
ETSI is the home of the most successful smart card specification ever: the UICC. Though this secure element is best known for its use as the (U)SIM in 2G/3G/LTE networks, it is also designed for use in other secure applications such as mobile contactless (also referred to as NFC) for payment, ticketing or access control, and as a generic secure and multi-application platform. 
As part of its reflection on the future of smart card standardisation, the ETSI Board has set-up a strategy group aiming at identifying and qualifying market areas that may have an interest in using a (UICC-type) secure element for applications requiring security & privacy. In order to gather a wide range of inputs, the group is organizing a workshop to collect viewpoints from various industry sectors as well as policy makers on needs and requirement for the evolutions of the UICC. 
One of the drivers for the reflection on future UICC standardisation is the move from smart cards to smart security. Various applications require "smart card-level" security but smart cards "as we know them may" evolve dramatically: whether actual smart cards or silicon designed for smart cards embedded in other devices, smaller tokens will be needed with various shapes and additional interfaces in order to facilitate the evolution of the ecosystem and ensure sufficient flexibility for future requirements.
At this point, sectors requiring smart security can be broken down as follows:
· Telecom

· Banking / Payment

· Transportation / Events

· Government & Identity
· Health
Note: Machine to Machine (M2M) aspects are found across all those market sectors
Most of these application domains are high profile items on EU policy agenda (e.g. government & ID, payments, etc) and all require high levels of security. This prompts for a thorough collection and analysis of requirements in order to assess the need for standardizing a common platform for the ICT industry, on which the technical realization of applications can be achieved. This workshop will start this process and look into current and future needs of industry and policy makers in order to identify:

· The interest by non-telecom sectors in smart security, and  
· Areas of improvements for the current ecosystem which may increase the adoption of secure elements in non-telecom sectors.
How will the workshop be organized?

A number of guest speakers will present their views on security & privacy requirements for the market segment(s) they are involved with and reflect on an ideal ecosystem for smart security. A roundtable discussion will enable exchange of views and consolidation of these views as well as identification of requirements for future UICC standardization.
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Workshop on secure applications for the digital economy

and requirements for standardization
 Agenda
	9:00
	Opening and Welcome


	9:10 - 9:50
	Keynote & objectives for the workshop


	9:50 - 10:30
	Session 1: Automotive & Intelligent Transport



	10:30 - 11:00
	Morning break

	11:00 - 12:00
	Session 2: Government & Identity (Including Access Control)


	12:00 - 12:45
	Session 3: Health


	12:45 - 13:30
	Lunch break

	13:30 - 13:50
	Speech from European Commission representative

	14:00 - 15:00
	Session 4: Banking/Payments (including electronic wallets)


	15:00 - 16:00

	Round Table discussion & wrap-up


	16:00
	Conclusion & closure:



Note: Maximum of 2 or 3 speakers per session. Q&A session for each topic.
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