ETSI	TISPAN07(11)0076	
	LIAISON STATEMENT

	Title*:
	[bookmark: title]Cooperation between ETSI MTS and TISPAN WG7 on security methods

	
	

	from Source*:
	[bookmark: source]ETSI TC TISPAN, TISPAN WG7

	Contact*:
	De Lutiis Paolo (paolo.delutiis@telecomitalia.it)+ 
TISPANsupport@etsi.org 

	
	

	Submitted To*:
	ETSI TC MTS

	Contact:
	Stephan Schulz (stephan.schulz@conformiq.com)
MTSsupport@etsi.org 

	
	

	Document for*:
	Decision
	[bookmark: forDecision]X
	

	
	Discussion
	[bookmark: forDiscussion]
	

	
	Information
	[bookmark: forInformation]
	

	Is this a response?*:
	No

	Response to:
	n/a

	
	

	Reply by:
	n/a

	
	

	Relevant WI(s), or deliverable(s):
	[bookmark: RelevantWorkItems]RTS/TISPAN-07050-NGN-R3

	Attachments:
	

	
	

	


	
Decision/action requested: 
[bookmark: DecisionOrAction]to agree to co-operate on development of security methods

Introduction
The TVRA method and all its supporting documents fall very strongly into the methods for standardisation development area. Traditionally this is the area of competence of ETSI TC MTS but because of the strong element of "security" in this area it has been developed within TISPAN. As such there is only a weak link to MTS through the efforts of the rapporteur and key experts to make MTS aware of this work.

Currently the strongest link between the TISPAN Security Toolbox and MTS is through the ETSI Making Better Standards (MBS) website (http://portal.etsi.org/mbs/). In particular this site addresses the role of TVRA and thus TS 102 165‑1. However the text on http://portal.etsi.org/mbs/Security/Writing/TVRA.htm is no longer aligned with the latest version of the TVRA (from March 2011). Similarly the models being developed in 2011 for requirements specification, requirements testing and requirements validation in the security domain should be reflected in the MBS site. 

Liaison proposal
It is proposed that TISPAN WG7 and ETSI MTS agree to combine their efforts in providing a single area of contact on the ETSI web for methods of standardisation. It is proposed that within this combination of effort that TISPAN WG7 takes responsibility to maintain the security pages of MBS (http://portal.etsi.org/mbs/Security/SecureStandards.htm). As the workplan and activities outlined in TISPAN07(11)0011/19r1/21r1 make clear there is significant work to do to ensure that all elements of the security design process are properly defined and accessible to the security standards designer. 

TISPAN WG7 ask to address this issue at the MTS meeting at ETSI on 12-13 April 2011.
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