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A.
ISO/IEC JTC 1/SC 27  N 13043 “Liaison statement to ETSI TC MTS” dated 2014-01-22

The ETSI MTS Security SIG thanks ISO/IEC JTC1 SC27 for its Liasion Statement [A].

ETSI MTS Security SIG would be interested in receiving updates on the following ISO/IEC JTC1 SC27 projects:
WG3 Projects

· ISO/IEC 18367  - Information technology -- Security techniques -- Cryptographic algorithms and security mechanisms conformance testing
· ISO/IEC 19791 - Information technology -- Security techniques --  Security assessment of operational systems
· ISO/IEC 20004 - Information technology -- Security techniques -- Refining Software vulnerability analysis under ISO/IEC 15408 and ISO/IEC 18045
· ISO/IEC 30104 - Information technology -- Security techniques -- Physical security attacks, mitigation techniques and security requirements  

· ISO/IEC 30111 - Information technology -- Security techniques -- Vulnerability handling processes
· ISO/IEC - Information technology -- Security techniques --  Refining Software vulnerability analysis under ISO/IEC 15408 and ISO/IEC 18045
SC27 WG4 Projects

· ISO/IEC 27034-1:2011 - Information technology -- Security techniques -- Application security -- Part 1: Overview and concepts

· ISO/IEC 27034-2 – Information technology – Security techniques – Application Security - Part 2: Organization Normative Framework

· ISO/IEC 27034-3 – Information technology – Security techniques – Application Security - Part 3: Application Security Management Process

· ISO/IEC 27034-4 - Information technology -- Security techniques -- Application security -- Part 4: Application security validation

· ISO/IEC 27034-5 – Information technology – Security techniques – Application Security - Part 5: Protocols and application security control data structure

· ISO/IEC 27034-5-1 – Information technology – Security techniques – Application Security - Part 5: Protocols and application security control data structure - XML

· ISO/IEC 27034-6 – Information technology – Security techniques – Application Security - Part 6: Security guidance for specific applications

· ISO/IEC 27034-7 – Information technology -- Security techniques -- Application security -- Part 7: Application security control attribute predictability
The current activities of the ETSI MTS Security SIG are:

· ETSI TR 101 182: Methods for Testing and Specification (MTS) - Security Testing Case Study Experience
· ETSI TS 101 583: Methods for Testing and Specification (MTS) - Security Testing Terminology
· ETSI EG 203 251 : Methods for Testing and Specification (MTS) – Risk-based Security Testing Metholdogies

· ETSI EG 203 350 : Methods for Testing and Specification (MTS) - Security Assurance Lifecycle
Where:

EG = ETSI Guide




TR = Technical Report




TS = Technical Specification

Copies of the latest drafts of these documents are attached.  ETSI MTS Security SIG would welcome any ISO/IEC JTC1 SC27 comments on these documents, which should be provided by 30 August 2014.

The face-to-face next meeting of the ETSI MTS Security SIG will be on Wednesday 1st October 2014 in Berlin DE, co-located with the ETS MTS Plenary #63.
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