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5
General MAMES Objectives and Capabilities

This clause aims at developing the basis for the MAMES definition by identifying the MAMES objectives, the MAMES capabilities and the assumptions made during the process. Later clauses will identify existing requirements on alerting systems and determine their applicability to MAMES. Finally, the MAMES requirements will then be defined based on the above analysis.

This MAMES definition process is illustrated in the following figure. 
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Figure x: Illustration of the MAMES definition process.
5.1
MAMES Objectives
This clause identifies the MAMES objectives. Generally speaking, objectives are understood to be envisaged results that one aims to achieve by implementing a system. MAMES objectives should be clearly distinguished from the specific capabilities of the MAMES technology, and from requirements on MAMES.

The following references are used for identifying the MAMES objectives: 

[o1]
ToR for STF#473.
[o2]
“Multiple Alert Message Encapsulation over Satellite”, by Laurent Franck and Rosalba Suffritti, 1st International Conference on Wireless Communication, Vehicular Technology, Information Theory and Aerospace & Electronic Systems Technology, Wireless VITAE 2009.
The following table lists the objectives and adds a note per objective, where appropriate.

Table x: List of MAMES objectives.
	Obj.#
	Objective
	Source
	Note

	1
	Increase the reliability of the delivery of the carried alert, adapting it to the different heterogeneous network segments to be traversed.
	[o1]
	Reliability can be increased e.g. by employing confirmation, priority or redundancy mechanisms.(Lower-Layer mechanisms such as FEC are out of scope.)

	2
	Provide a reliable multicast delivery over possibly unidirectional networks.
	
	Full reliability is not possible without a return link; quasi-reliable multicast delivery over unidirectional networks can be achieved by means of some sort of redundancy or priority mechanisms.

	3
	Provide a multi-semantic representation of the alert, allowing the interpretation of it by automated devices with limited capabilities (displays, audio-sounds, bottom line rendered text in TV programmes, etc).
	
	Semantic representation of the alert is a service performed at the Alert-Protocol layer and not at MAMES layer. MAMES can facilitate that by allowing the use of a dictionary mechanism for a specific Alert Protocol, whereby pre-defined codes represent certain words of phrases (or certain CAP elements), which the MAMES receiving device decodes and presents in the user’s language.

	4
	Provide a way to embed low level frames from other alerting standards (example: POCSAG, CAP), so as to support backhauling over satellite.
	
	This implies that the MAMES header must include an information element that specifies the type of MAMES payload (POCSAG, CAP, compressed CAP or CAP dictionary, …).

	5
	Provide a way to enhance a legacy alert message/low level frame with capabilities such as selective activation based on space-time coordinates, or multiple delivery classes.
	
	This implies that the MAMES header would have to include an information element that specifies such selective activation parameters.The question remains as to how these parameters are set (manually or algorithmically extracted from the Alert message). 


	6
	Provide strong integrity verification and an identification of the sender. 
	
	This requires the implementation of an authentication mechanism at MAMES level that could be useful especially for those Alert Protocols that do not support one. Alternatively, this could be done at CAP level.

	7
	Provide solutions to integrate the proposed protocol in the main telecommunication satellites architectures (Galileo Public Regulated Service and Commercial Service data part; DVB-Suite; any IP-based satellite access …).
	
	Since MAMES lives in a layer above the satellite-dependent layers, “integrate” should be understood in the sense that a MAMES frame should also fit in the listed systems.

	8
	Provide an extensible encapsulation scheme, so as to address future alert messages and transport requirements.
	
	This implies that MAMES shall be specified in a generic way in order to remain compatible with arbitrary alert standards and satellite systems  

	9
	Enable existing (TV set, public displays, sirens, car radios) and next generation devices (wearable alert devices) with satellite receiving capabilities.
	[o2]
	This also requires a generic definintion of MAMES.

	10
	Transport alert messages from dedicated technologies (e.g. POCSAG radio pagers) over satellite links when the primary link fails.
	
	See Obj.#4 above (concerning other alerting standards); failover issues are outside the scope of MAMES. 

	11
	Transport alert messages and feed public telecommunication networks (cell phone, Internet e-mail, etc.) over satellite links.
	
	In order to meet this objective, the end-user devices in these public telecommunications networks would have to be MAMES-capable! (Alternatively, intermediate MAMES-capable devices would have to be introduced.)

	12
	Provide an optional/alternate means to reach the affected population in the shortest possible time, even over narrowband channels. 
	(new)


	This objective requires exceedingly short MAMES messages, which can be obtained using a dictionary mechanism based on codes. Anyway, apart from the support of dictionary mechanisms, the preparation of very short MAMES messages is under the responsibility of the MAMES Alert Provider.

	13
	The main objective is to provide alerts to the general public.
A secondary objective – for further study – is to provide alerts also to professionals/rescue teams?  
	
	This has an impact on MAMES requirements (see also Obj.#6), e.g. encryption, authentication, integrity check for professionals.

Encryption is less important than the other, it may be left out, if it is too complex.

The implementation of these features MUST be supported by MAMES; their use is optional, but highly recommended in case of authority-to-authority communications.


	14
	Provide a way to carry several alert protocols within a single MAMES frame. 
	
	This is an extension of Obj.#4. It implies that the MAMES header must include information specifying, in addition to the ID of the carried Alert Protocols, also  their position within the MAMES payload. 


5.2
MAMES Capabilities

This clause identifies the key capabilities of MAMES by using primarily [o2] (see previous subclause) as a reference. In addition to these published capabilities, a number of newly formulated capabilities are also identified and included in this clause. 
The identified capabilities are expressions of the ability and the methods used by MAMES to achieve the MAMES  objectives introduced above.
The following table lists the identified capabilities and adds a note per capability, where appropriate.

Table x: List of MAMES capabilities.

	Cap.#
	Capability
	Source
	Note

	1
	In order to facilitate alert distribution over low-capacity satellite networks, MAMES will have a low protocol overhead.
	[o2]
	

	2
	Since alert messages are directed towards the general public (mass market), the  required equipment/devices supporting MAMES will be affordable and simple.
	
	

	3
	MAMES will be able to operate over interconnected telecommunications networks while ensuring simplicity and robustness of implementation.
	
	

	4
	MAMES will operate over satellite technology both in the core network and on the last mile, thus addressing both intermediate systems (MAMES processing in network nodes/routers/gateways) and end-user equipment (MAMES processing in the user device).
	
	It is considered that only satellite gateways and the MAMES receiving devices (which may or may not be end user devices) process MAMES.

Note that end-user devices (=alerting devices) do not necessarily need to understand MAMES.

	5
	MAMES will operate in satellite networks both as primary and backup technology, and it provides a mechanism to encapsulate alert messages over unidirectional satellite links independent of the satellite link technology (proprietary solution, DVB-S/S2/RCS, DVB-SH) and the alert message format.
	
	

	6
	Messages encapsulated in MAMES are either basic formats (CAP, text, picture) or packets from specific technologies like POCSAG. MAMES provides all necessary mechanisms in order to accommodate the diversity of transport technologies and ensures that the requirements for implementing an alert system are met.
	
	To implement this capability, a MAMES header field will be required to identify the type of payload. When MAMES is transporting an unknown format
, it must be assumed that the receiving device is properly configured, so that the payload, once decapsulated, is forwarded to the right higher-layer application.

	7
	MAMES will provide both transport enhancers and messages enhancers. Transport enhancers provide - when necessary -mechanisms to implement reliability, segmentation and reassembly, congestion control so as to meet the functional requirements of an alert network. Message enhancers provide additional data to improve the rendering of the alert message on devices with heterogeneous capabilities. Enhancers are optional elements of the MAMES frame.
	
	Both types of enhancers will be constructed and added to the MAMES header by the MAMES Alert Provider.

The distinction between Transport and Message enhancers will have to be revised. Congestion control is out of scope.


	8
	Examples of transport enhancers are: reliability, requested bitrate, requested delay, priority (for congestion control purposes), 
and segmentation & re-assembly.
	
	Some transport enhancers refer to information contained inside the  MAMES payload, thus requiring MAMES to access and interpret the encapsulated alert message (“snooping”). The transport enhancers will be set by the MAMES Alert Provider, and enacted by the satellite gateway.

	9
	Examples of message enhancers are: text tag (rendering aid for text-only devices), targeted area, priority, message signature, and message padding.
	
	Some message enhancers refer to information contained inside the  MAMES payload, thus requiring MAMES to access and interpret the encapsulated alert message. The message enhancers will be set by the MAMES Alert Provider, and interpreted by MAMES User-Side Agents.

	10
	MAMES is designed for connectionless, uni-directional message based operations. It displays a mix of characteristics from presentation and session layers. As such, it can run on a transport layer (e.g. UDP) but can also be directly on top of a link layer.
	
	 If follows that functions such as routing, addressing, error recovery, flow control and retransmission 
are outside the scope of MAMES.

	11
	To achieve its broad objecties, MAMES will be compatible with fixed and mobile SatCom systems, NavCom systems, and terrestrial fixed and mobile networks.
	(new)


	This capability implies that both very high and very low bandwidths will be available for alert dissemination, and MAMES should handle both. 

	12
	MAMES will include provisions for acknowledgement messages, which may be transported across bi-directional networks (or otherwise discarded).
	
	MAMES should send acknowledgements only if requested by the alert protocol (e.g. CAP) itself. We should not mix CAP ACKs, with MAMES ACKs. CAP ACKs have to transported anyway.

	13
	Since CAP is the most widespread and feature-rich alert protocol today, it is a prime candidate alert protocol to be carried by MAMES. Since (XML-based) CAP involves large alert messages, CAP compression techniques will be supported.
	
	This is an important capability, however there is currently no compression standard for CAP, apart from standard XML compression (e.g. http://en.wikipedia.org/wiki/Fast_Infoset).
If such XML-compression schemes are used for the transported CAP message, it may have to be indicated in the MAMES header field meant to identify the type of payload.

	14
	The EMTEL Alerting Libraries (ETSI work item currently under discussion) will be supported by MAMES.
	
	The EMTEL planning is as follows: 
- early draft expected in Oct. 2014; 
- stable draft expected in Feb. 2015 

	15
	To support ultra-fast alerting (e.g. in the case of an earthquake/tsunami in the mediterranian, or a dam failure), special, ultra-small, high-priority MAMES messages will be defined that can reach end-user devices within seconds, even across the lowest-capacity networks. 
	
	This is a highly desirable capability that however goes beyond the objectives of alert protocols such as CAP.
The Japanese EEW (Earthquake Early Warning System) is capable of disseminating very specific earthquake alerts within seconds.


	16
	Further to Cap.#6 above, a MAMES message will be capable of encapsulating and transporting more than one Alert Protocol.
	
	The type and position of each alert message contained inside the MAMES message needs to be specified in the MAMES header field.

	
	
	
	

	
	
	
	


5.3
Assumptions

This clause identifies the main assumptions made here when defining MAMES. The following table lists the identified capabilities and adds a note per capability.
Table x: List of assumptions made when defining MAMES.

	Ass.#
	Assumption
	Source
	Note

	1
	The MAMES specification deals only with the following two sets of issues:

1. MAMES header definition, including the procedures required to determine and set the parameters of the MAMES header fields;

2. MAMES architecture definition, i.e., the determination of the network elements involved in MAMES processing, their functional organisation and the involved operational principles and procedures. 
	(new
)
	Outside the scope are thus issues such as:

· Checking if the alert message to be encapsulated has been built correctly;

· Ensuring that the alerting device has received the Alert Message and acted accordingly.

	2
	It is assumed that the MAMES header parameters are set only by the MAMES Alert Provider. This may be done either manually by operator intervention, or algorithmically by a MAMES alerter-side agent. MAMES header parameters may be set based on (i) the capabilities of the (satellite) dissemination system and/or (ii) the contents of the alert message to be encapsulated.
	
	Setting the values of MAMES headers in either one of these ways is necessary to achieve the capabilities provided by the transport and message enhancers.

Such a scheme is referred to as “cross-layer optimisation”, the two layers (or sublayers) being the MAMES (sub)layer and the alert protocol (sub)layer. 

	3
	MAMES procedures are allowed to modify the contents of the encapsulated alert message only in case a dictionary mechanisms is used, and CAP is converted into a set of codes. 
	
	This assumption implies that only CAP can be compressed by means of a suitable dictionary mechanism (which should be the one being standardized by EMTEL).

	4
	In terms of the OSI layer model, it is assumed that MAMES operates above the highest layer provided by the (satellite) dissemination system.
	
	This ensures that MAMES can take advantage of functions already provided by the disseminating network (such as routing, addressing, error handling etc.).

	5
	Failover issues (and related rerouting/recovery issues) are out of scope.
	
	MAMES could be used as a fallback network solution (e.g. if some terrestrial links are broken), but these issues are completely transparent at the MAMES layer.

	6
	It is assumed that the MAMES Alert Provider, knowing the properties of the networks traversed by MAMES, is preparing the message in a way to fulfill the Service Level requirements of the transported Alert Message.
	
	In particular, given the service bit rate provided by the satellite network, a certain length of the message must not be exceeded in order to guarantee a maximum transmission latency. The length of the Alert Message is strongly influenced by the Alert Provider, for this reason we need to assume that the preparation of the Alert Message, performed by the Alert Provider, is properly done.

	7
	The MAMES Alert Provider, knowing the properties of the networks traversed by MAMES, is configuring the Transport/Message enhancer in order to guarantee the proper degree of reliability.
	
	Since this information is not available to MAMES agents, MAMES must be properly configured in this respect.

	8
	It is assumed that all MAMES Agents are properly configured w.r.t. transported Alert Protocol, in particular that they know what to do with the dacapsulated Alert Messages (whether they have to be forwarded to some outgoing interfaces or passed up to specific applications).
	
	This is especially true, but not only, in case an “unknown alert protocol” is received by the MAMES Agent. 


6
Existing High-level Requirements on Alerting Systems
A number of published specifications and guideline documents have been identified that contain requirements on alerting systems. This clause collects and presents these various requirements in table form, and addresses their potential relevance and impact for MAMES. Subclause 6.1 addresses general high-level requirements, while subclause 6.2 is devoted to UE-specific requirements.
6.1
General High-level Requirements

From the set of specifications identified in the Task 1.1 report, the following documents contain potentially applicable general high-level requirements:

[x1]
3GPP TS 22 268 V12.2.0 (2013-06), entitled “Technical Specification Group Services and System Aspects; PWS requirements (Release 12)”. 

[x2]
ETSI TS 102 182 V1.4.1 (2010-07), entitled “EMTEL; Requirements for communications from authorities/organizations to individuals, groups or the general public during emergencies”.

[x3]
ETSI TS 102 900 V1.2.1 (2012-01), entitled “EMTEL; European Public Warning System (EU-ALERT) using the Cell Broadcast Service”.

The following table collects the general – understood here as non UE-specific – requirements from these three specifications, and indicates the potential relevance and impact of each requirement on MAMES (last two colums). Note that only requirements on the warning system/technology/network itself are included here, thus omitting requirements on the alert content, the emergency authority or other entities involved.
Table x: General requirements, including their potential relevance for MAMES (see text).
	GRequ.#
	Requirement
	Source
	Relevance for MAMES
	

	
	
	[x1]
	[x2]
	[x3]
	
	Note

	1
	PWS shall be able to broadcast Warning Notifications to multiple users simultaneously with no acknowledgement required.
	Clause 4.2
	
	
	-
	This implies that there is no mandatory requirement on MAMES to support acknowledgements.

	2
	PWS shall be able to support concurrent  broadcast of multiple Warning Notifications.
	Clause 4.2
	
	
	-
	There is no need to signal this at MAMES level, since all messages have to be transported.

	3
	Warning Notifications shall be broadcast to a Notification Area which is based on the geographical information as specified by the Warning Notification Provider.
	Clause 4.2
	
	
	Yes
(see Obj.#5)
	This is accomplished (e.g.) by the area segment in a CAP alert message. If required, it may also be accomplished in terms of a MAMES header filed indicating the notification area. If MAMES does not provide such a header field, location information is lost at MAMES level. 

	4
	Warning Notifications are processed by PWS on a first in, first out basis, subject to regulatory requirements
	Clause 4.2
	
	
	Reject FIFO policy
(see GRqu.#9)
	MAMES message priorisation (e.g. message enhancer capabilities) is meant to set priorities among different MAMES messages. The priorisation of the MAMES messages w.r.t. normal traffic competing for the same satellite network channels is out of scope.
For instance CAP v1.1 specifies the following code values for the sub-element <info.urgency>: Immediate, Expected, Future, Past, Unknown.

	5
	PWS shall not modify or translate the Warning Notification content specified by the Warning Notification Provider.
	Clause 4.3
	
	
	Yes
	MAMES encapsulation shall not modify or translate the encapsulated alert message. In case MAMES uses dictionary mechanisms, it should reconstruct the transported CAP message before passing it up to the application layer.

	6
	When required by regional or national regulations, the integrity of the Warning Notification shall be protected. If no such regulatory requirement exists, there shall be no integrity protection of Warning Notifications, and all Warning Notifications shall be presented to the PWS application on the PWS-UE.
	Clause 4.8
	
	
	Yes
	It needs to be determined if the MAMES header should also be integrity-protected (possibly optionally). 


	7
	[x1]: When required by regional or national regulations, the PWS shall protect against false Warning Notification messages. If no such regulatory requirement exists, there shall be no protection against false Warning Notifications, and all Warning Notifications shall be presented to the PWS application on the PWS-UE.

[x3]: Since the CBS used in EU-Alert does not provide authentication, additional security measures should be provided in the network
	Clause 4.8
	
	Clause 5.5
	Yes

	If such protection of the warning notification is to be provided, it  needs to be determined if this also applies to the MAMES header fields.

	8
	Quick Warning Notification delivery after the occurrence of Earthquake or Tsunami (seconds or minutes at most); specifically: Primary Notification shall be delivered within 4 seconds to the UE in the Notification Area even under congestion situation.
	Clause 5.1 & 5.2
	
	
	Yes
	Earthquake and Tsunami  related alert messages must be delivered by MAMES within seconds or minutes at most.
Note: Other emergencies such as industrial accidents or dam failures also require quick warning notifications.

	9
	Earthquake or Tsunami alerts: Primary Notification has higher priority than Secondary Notification.
	Clause 5.4
	
	
	Yes
	This may be accomplished by including a priority indicator in the MAMES header (transport or message enhancer), or by non-MAMES (e.g. CAP) means. 
MAMES Priority should apply to the whole MAMES message, even if it contains multiple Alert Messages.


	10
	(EU-ALERT specific:) shall support three types of Warning Notifications: Alert messages to warn citizens of an imminent emergency situation, Advisory messages of lesser urgency, and Amber alerts (child abduction alerts).
	Clause 7.2
	
	Clause 5.2
	-
	In CAP, the info segment allows for such provisions. 

	11
	Provide identification of the message/notification originator.
	
	Clause 6
	
	Yes
	It needs to be determined if this also applies to the MAMES encapsulation (resp. decapsulation) entity. 

	12
	[x2]: Deliver messages within a planned specified time.
[x3]: There are no strict delay requirements for PWS.
	
	Clause 6
	Clause 5.6
	-
	Imposing a delay requirement implies that MAMES must be aware of the capacity/bandwidth/topology of the satellite network being used (to be solved using a  transport enhancer).

	13
	Be able to retry delivery when the initial message delivery fails.
	
	Clause 6
	
	Yes
	The acknowledgement & re-transmission functionality is most efficiently implemented at MAMES level (provided that a return channel is provided by the underlying satellite network).

	14
	Have the ability to deliver messages in multiple languages.
	
	Clause 6
	Clause 5.1
	-
	CAP messages include a language parameter inside the info segment.

	15
	Be capable of addressing congestion management across the various networks used.
	
	Clause 6
	
	Yes
	If congestion is caused by competing with other type of traffic then it is out of scope for MAMES; a priority indicator in MAMES header will help to set priorities among MAMES messages and may also help to support this at the lower layers.  

	16
	Non-requirement: It is noted that enrcryption to prevent unauthorized access to the warning notification is not required in any of these three references.
	
	
	
	-
	Encryption may have a useful purpose only for notifications sent to officials or emergency responders.

CAP  provides an XML-based encryption (and authentication) mechanism to protect alert content.


6.2
UE-specific Requirements (ETSI TR 102 850)  

As already mentioned in the Task 1.1 report, ETSI TR 102 850 V1.1.1 (2010-08), entitled “EMTEL; Analysis of Mobile Device Functionality for PWS” presents an overview of existing requirements and recommendations for mobile devices able to receive messages used in a Public Warning Service (PWS). That TR was prepared mainly with reference to the GSM and UMTS mobile infrastructure, but any functional requirement can be relevant for other contexts as well (according to TR 102 850).

Annex B of TR 102 850 presents a table comparing the (UE-specific) requirements of the various specifications, indicating similar or duplicate requirements. The following four specifications were used for that table:

[x1]
3GPP TS 22 268 V12.2.0 (2013-06), entitled “Technical Specification Group Services and System Aspects; PWS requirements (Release 12)”. (UE-specific requirements are contained in clause 4.6 of that 3GPP TS.)
[x2]
ETSI TS 102 182 V1.4.1 (2010-07), entitled “EMTEL; Requirements for communications from authorities/organizations to individuals, groups or the general public during emergencies”.
[x4]
Position Paper of EU Project on CB, presented in clause 4.3 of TR 102 850.
[x5]
Joint ATIS/TIA specification J-STD-100: "CMAS Mobile Device Behavior Specification".
Table x below reproduces the requirements listed in Table B.1 of TR 102 850 (colums 1-6), and additionally indicates the potential relevance and impact of each requirement on MAMES (last two colums). The numbers contained in the four columns labelled “Source” indicate requirement identifiers as defined in TR 102 850.
Table x: UE-specific requirements, including their potential relevant for MAMES (see text).
	UERequ.#
	Requirement
	Source
	Relevance for MAMES
	

	
	
	[x1]
	[x2]
	[x4]
	[x5]
	
	Note

	1
	UE shall only be required to receive and present Warning Notifications in languages as presented by the Warning Notification Provider.
	601
	
	803
	
	-
	

	2
	There shall be no requirement for language translation in the UE.
	602
	
	
	715
	-
	However, compression and dictionary mechanisms require similar UE capabilities. 

	3
	It shall be possible for the Warning Notification to be displayed on the UE upon reception and without any user interaction.
	603
	
	804
	711, 713
	-
	

	4
	It shall be possible for users to configure the behavior of a UE with regard to Warning Notification alerting and should allow at least volume adjustment.
	604
	
	
	709
	-
	

	5
	The UE shall support a dedicated alerting indication (audio attention signal and a dedicated vibration cadence) and be distinct from any other device alerts and restricted to use for Warning Notification purposes.
	605
	501
	801
	707, 708
	-
	

	6
	The alerting indication for a specific Warning Notification shall continue until suppressed by users' manual operation (e.g. by pushing keys).
	606
	502
	
	718
	-
	

	7
	The UE shall automatically suppress duplicate notifications.
	607
	
	
	705
	-
	

	8
	The UE shall not support any capabilities to forward received Warning Notifications, to reply to received Warning Notifications, or to copy and paste the content of Warning Notifications.
	608
	
	
	716
	-
	This requirement has to be understood from the perspective of a UE (User Equipment) device and of PLMNs, where these actions would cause network overload.The same is however true for the application layers of UE operating in interactive satellite systems. 
The issue is not relevant at MAMES layer.

	9
	UEs should have the ability to present previously displayed Warning Notifications.
	609
	
	805
	719
	-
	

	10
	UE shall be able to support concurrent reception of multiple Warning Notifications.
	610
	
	
	
	-
	

	11
	Support of non-Warning Notification capable UEs is subject to regulatory requirements and/or operator's policy.
	611
	
	
	
	-
	

	12
	Battery life of the UE shall not be significantly reduced by PWS.
	612
	
	
	
	Yes
	This translates into the requirement that MAMES shall not require excessive processing in mobile devices.

	13
	The UE shall be configured to receive all Warning Notifications.
	613
	
	
	
	-
	

	14
	It shall be possible for users to disable (e.g., opt-out) presentation of some or all of the Warning Notifications, subject to regulatory requirements and/or operator policy. The user shall be able to select UE enabling/disabling options via the User Interface to disable, or later enable, the UE behavior in response to some or all Warning Notifications.
	614
	
	806
	701, 704
	-
	

	15
	It shall be possible for UEs that are enabled for Warning Notifications in the HPLMN to receive Warning Notifications from the VPLMN supporting PWS when roaming.
	615
	
	807
	
	-
	(PLMN-specific requirement)

	16
	Various alert levels, e.g. local, regional and national level.
	
	
	802
	
	-
	(should be handled at alert protocol level)

	17
	Maintaining subscriber alert language preferences, if any.
	
	
	
	702
	-
	

	18
	Extraction of alert content in English or the subscriber's preferred language, if applicable.
	
	
	
	703
	-
	

	19
	CMAS capable mobile devices shall not enable an Alert Message to preempt an active voice or data session.
	
	
	
	706
	-
	

	20
	If both the CMAS audio attention signal and vibration cadence alert modes are enabled, the temporal patterns of the two modes do not need to be synchronized.
	
	
	
	710
	-
	

	21
	The presentation of CMAS alert messages to the subscriber on the mobile device should be such that the CMAS alert message are distinguishable from any other types of textual messages received by the mobile device subject to mobile device capabilities.
	
	
	
	712
	-
	

	22
	A duplicate CMAS alert message which was previously presented to the subscriber may be re-presented to the subscriber following a power-on of the mobile device. The non-volatile storage of the CMAS alert message identification on mobile devices is an implementation option.
	
	
	
	714
	-
	

	23
	The need to scroll or manipulate the mobile device to review the received CMAS alert message should be minimized.
	
	
	
	717
	-
	

	24
	The mobile device should use fonts for the display of the CMAS alert message that are easily readable and decorative fonts should be available. The goal in the selection of the font is for easily recognizable character especially for individuals with vision impairments. Examples of easily readable fonts would be Roman, Sans Serif, and Arial.
	
	
	
	720
	-
	

	25
	If technically feasible, the mobile device display should provide a high contrast display and should provide adjustable font size.
	
	
	
	721
	-
	

	26
	The mobile device may provide a unique indicator that identifies a stored CMAS alert message. This CMAS alert message indicator would allow a user the ability to immediately recognize a previously received or stored CMAS alert message.
	
	
	
	722
	-
	


�whereas Sara’s part on functional architecture may go in the final deliverable, I’m not sure about the list of requirements. Anyway this preparatory work done by Josef is of great value and, if it does not go into the final deliverable, it deserves to be put in a own document.





TBC with the WG (1) OK


�This functionality already belongs to some Alert Protocols (e.g. CAP), in that case it can be kept there, as  there is no sensible computational saving that would justify implementing it also at MAMES layer.


For other primitive Alert Protocols that do not have this feature (e.g. pure text), MAMES may optionally include it.


The consequence is written in the note (manual setting of the field or spoofing the Alert Protocol).





TBC with the WG (2) OK


�New Objectives – TBC


�Are we sure it is not in [o1]? 





TBC with the WG (3) OK


�TBC with WG (4) OK, also concatenation of multiple Alert Protocols


�TBC with WG (5) 


�this set of capabilities are not clear to us, and in some cases the seem out of scope.





TBC with the WG (6) 


�MAMES shall support the transmission of CAP ACKs (in ordinary MAMES frames). 


In case other primitive Alert Protocols are transported, ACKs may be needed at MAMES level, so MAMES ACKs (not ordinary encapsulated Alert Messages) shall be supported, but they should not be used if the above Alert Protocol (e.g. CAP) is already have an Ack-reTX loop in place.





TBC with the WG (7) OK for ACK, but no retransmissions, recommended to be used only on the “professional” segments


�New Capabilities – TBC


�This is more an architectural issue that falls under the responsibility of the MAMES Alert Provider that has to properly design the message. A possible way to translate this into a requirement is to allow very short MAMES message sizes.





TBC with the WG (8) OK


�All assumptions TBC


�OK, always as optional feature (maybe in conjunction with integrity protection of the payload)


� We believe that if we provide authentication, we can also provide integrity and encryption (see also GRequ.#6 and Obj.#13).





TBC with the WG (9) OK


�For this and for GRqu.#4 we would like to have the confirmation from the WG





TBC with the WG (10) OK
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