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1. DECISION/ACTION REQUESTED

Action asked: it is asked that GSC-11 delegates take a look at cooperation work items and ITU-T’s prospective work items to be standardized and ITU-T make progress in setting up a formal cooperation process with PSOs and SDOs.
Proposed resolution: (a proposed resolution is attached at the annex part.)
2. REFERENCES

[1] TTA, “Standardization Topics on Network based RFID Services,” GSC-11 
3. RATIONALE

As RFID-based information content distribution services have been provided to consumers, more standardization issues have been exploited by new service requirements toward human users, not business processes or work flows for which existing RFID-related standards have been developed so far. New standardization issues are either extension ones or addition ones to existing standards and summarized in the companion contribution, [1].
Every issue is not associated with a specific SDO. Some of them can be covered by an SDO and some need to be tackled jointly by two or more SDOs. So close cooperation is required to provide appropriate standards to the market.
This contribution describes cooperation work items and ITU-T’s prospective work items. As described in the section 4 of the companion contribution, many of new standardization issues extracted from service requirements of B2C and B2B2C domains should be covered by ITU-T because the existing leading SDO, ISO/IEC JTC 1/SC 31, has a limited work scope and EPCglobal focuses on only business- purposes RFID applications.
3.1. Cooperation Works with other SDOs

The section 3.3 of the companion contribution, “standardization topics on network based RFID services,” lists possible standardization issues to support networked RFID applications and services. Some of them are extension issues to existing standards or working draft standards. Some of them might converge into a single specification. This section describes extension issues and new work items mainly covered by other SDOs to seek ITU-T’s cooperation works.

3.1.1. ISO/IEC JTC 1/SC 31/WG 4/SG 1

Following issues seem to be covered by the sub group, SG 1 and ITU-T has to cooperate with the group to give service and functional requirements:
· Regarding the sub section 3.3.4 of the companion contribution, [1], ISO/IEC 15961 may need to be extended to support tag-based B2C ID applications;

· Regarding the sub section 3.3.6.5, each SDO can develop a specification for its detail application data items. The sub group can help SDOs make their specification because ISO/IEC 15962 provides a framework for data encoding;

· The sub section 3.3.7 introduces an extension issue to ISO/IEC 15962 regarding how to pick up a proper ID code among multiple ID codes; 

· The sub section 3.3.9 describes an extension issue to the working draft standard, ISO/IEC 24752, to support customer-purposes ID applications and services. ITU-T can develop a profile specification based on the standard for its application models; etc.

3.1.2. ISO/IEC JTC 1/SC 31/WG 4/SG 3

Following issues seem to be covered by the sub group, SG 3 and ITU-T has to cooperate with the group to give service and functional requirements:

· Regarding the sub section 3.3.2.1 of [1], integration of RFID reader and tag will affect existing air interface protocols for extensions or may require a new protocol;

· Regarding the sub section 3.3.2.2, combination of RFID reader and smartcard can require some extensions to their air interface protocols or development of a new protocol. This work needs cooperation with ISO/IEC JTC 1/SC 17 about the smartcard issue; 

· The sub section 3.3.14 describes extension issues to existing air interface protocols to meet RF environment requirements; etc.

3.1.3. EPCglobal

Following issues seem to be covered by EPCglobal and ITU-T has to cooperate to give service and functional requirements:

· The sub section 3.3.6.2 of [1] describes need of an EPC header extension only if other identity code schemes are needed;

· The sub section 3.3.8.1 describes need of a new directory service protocol rather than DNS to support business-purposes ID applications and services. ITU-T has expertises on directory services and relevant protocol development. EPCglobal might utilize a directory service protocol derived by ITU-T; etc.

3.1.4. ISO/IEC JTC 1/SC 17

Following issues seem to be covered by the sub committee, SC 17 and ITU-T has to cooperate with the committee to give service and functional requirements:

· Regarding the sub section 3.3.2.2 of [1], 

· integration of smartcard and tag is likely to extend data structure of the card to adopt ID code and application user data where such integrated card should reuse air interface protocols of smartcard because smartcard is the primary function. This work needs to be consulted from ISO/IEC JTC 1/SC 31/WG 4/SG 1; and

· integration of smartcard and RFID reader can require extension of their air interface protocols or development of a new protocol. This work needs to cooperate with ISO/IEC JTC 1/SC 31/WG 4/SG 3.

· The sub section 3.3.10.5 describes an extension issue to the data encoding format of ISO/IEC JTC 1/SC 17; etc.

3.1.5. IETF

Following issues seem to be covered by IETF. ITU-T has to cooperate to give service and functional requirements and needs to make inputs to IETF:

· The sub section 3.3.7 of [1] introduces extension issues to DNS protocol message format or NAPTR format according to the solution approach;

· The sub section 3.3.8.1 describes extension issues to both FQDN format of DNS query and syntactical NAPTR format; 

· The sub section 3.3.8.2 describes that a special domain name needs to be defined; etc.

3.1.6. OMA

Following issue seems to be covered by OMA. ITU-T has to cooperate to give service and functional requirements and needs to make inputs to the forum:

· The sub section 3.3.10.1 of [1] introduces an extension issue to the WAP user agent profile.

3.2. Proposed ITU-T’s Works 

ITU-T is interested in network aspects of identification including RFID in which RF is out of scope because transmission technologies of identification information can take advantage of various alternatives and RF is just one of them. 

ITU-T has to take care for new problem domains to networked RFID applications and services over its telecommunication infrastructure domain.

Following list is not exhaustive but tentative for each SG to review standardization topics exploited by the companion contribution, [1]. Some of them may be new development targets and some may be cooperation targets with other SDOs. Additional standardization topics may be figured out.

3.2.1. Study Group 2

Following topics may be associated with SG 2:

· Related to 3.3.5 of [1], a new identification code scheme to support service requirements of 3.3.5.1 needs to be developed. This issue should care for a new OID assignment because a new code scheme requires a unique OID for identification. Additionally ID code schemes should consider the requirement of 3.3.5.3 as well; 

· An identification framework needs to be specified to support requirements of 3.3.5.2; etc.

3.2.2. Study Group 3

Following topic may be associated with SG 3:

· Related to the last service requirement of 3.3.5.1 of [1], a systematic accounting and billing scheme for contents of RFID applications and services should be developed. A proper accounting and billing scheme may be affected by media types such as music, video, text, etc., application types such as banking, shopping, on-line book, game, etc, applications in the same type and so on, additionally to existing billing schemes.

3.2.3. Study Group 4

Following topic may be associated with SG 4:

· Related to 3.3.9 of [1], a reader management protocol should be developed. But ISO/IEC JTC 1/SC 31/WG 4/SG 1 is developing ISO/IEC 24752 for the purpose. So it seems better for SG 4 to make progress on the development work as a joint project with the WG 4/SG 1. Then SG 4 has to develop a profile specification based on the standard to support its application models. 
3.2.4. Study Group 11

Following topics may be associated with SG 11:

· Related to 3.3.4 of [1], ISO/IEC 15961 might need to be extended to support new service requirements. The extension is the role of ISO/IEC JTC 1/SC 31/WG 4/SG 1. So SG 11 has to cooperate with the sub group; 

· Related to 3.3.10.4, a traceability data exchange protocol should be specified. SG 11 needs to cooperate with ISO/IEC JTC 1/SC 31/WG 4 and EPCglobal to reflect object and usage traceability of business-purposes ID applications and services; etc.

3.2.5. Study Group 13

The following topics may be associated with SG 13:

· The sub section 3.3.1 of [1] describes that NGN service and functional requirements to support networked ID services/applications should be analyzed. Q.2 of SG 13 has already started a draft Recommendation work with this issue;

· An NGN architecture framework to support ID services/applications should be specified based on the NGN service and functional requirements analysis above. Q.3 of SG 13 has this topic as a living list item for further consideration on a standard development;

· The sub section 3.3.2.1 deals with technical issues on integration of RFID reader and tag. Air interface protocol extensions or a new protocol development are expected. But this topic is out of scope of ITU-T. So SG 13 needs to cooperate with ISO/IEC JTC 1/SC 31/WG 4/SG 3;

· The sub section 3.3.2.2 deals with technical issues on integrations of RFID reader and smartcard, and smartcard and tag. Similarly to the above item, the former combination case requires cooperation with ISO/IEC JTC 1/SC 31/WG 4/SG 3 and JTC 1/SC 17 and the latter case requires cooperation with JTC 1/SC 17 and JTC 1/SC 31/WG 4/SG 1;

· The sub section 3.3.13 describes the QoS control issue. So the NGN architecture framework has to include QoS provision functions;

· The work item of 3.3.14 is out of scope of ITU-T. But SG 13 can support a service and functional requirements analysis and can make inputs to ISO/IEC JTC 1/SC 31/WG 4/SG 3; 

· XML/Web Services framework to provide ID services/applications over WAP-based wireless Internet architecture and existing NGN application architecture; etc.

3.2.6. Study Group 16

Following topics may be associated with SG 16:

· ID-based multimedia services with combined with presence and location services may produce other standardization issues;

· Related to 3.3.3 of [1], a common API set to revitalize a variety of ID applications and services needs to be specified and especially JAVA API extensions should be considered. But WIPI API extensions aren’t an international standardization issue;

· Related to 3.3.6.5, an application data encoding format should be specified to contain various application user data items. But it should be based on the encoding framework of ISO/IEC 15962 so some cooperation with ISO/IEC JTC 1/SC 31/WG 4/SG 1 might be needed;

· The sub section 3.3.7 describes the single-tag, multi-codes and multi-uses requirement. This issue can be solved by an extension ISO/IEC 15962, requiring cooperation with ISO/IEC JTC 1/SC 31/WG 4/SG 1;

· The sub section 3.3.7 describes a service requirement of the single-tag, one-code and multi-uses with two possible solutions. Detail specifications or extensions should be developed;

· Regarding the sub section 3.3.10.2, content retrieval or information access protocol should deal with its problem statement;

· The sub section 3.3.10.3 deals with an idea of service broker or gateway to enable business collaboration, value added service, etc. A service architecture with functional entities and relevant protocols might need to be specified;

· The sub section 3.3.10.5 describes an extension issue to the data encoding format of smartcard. But this item is within the work scope of ISO/IEC JTC 1/SC 17. So SG 16 has to give service and functional requirements and SC 17 should extend its data encoding specification; etc.

3.2.7. Study Group 17

Following topics may be associated with SG 17:

· Related to 3.3.11.1 of [1], a sophisticated security framework should be developed to meet various security requirements;

· Related to 3.3.11.2, a privacy management framework and relevant protocols should be developed. The privacy management should deal with authentication as well;

· Related to 3.3.11.3, a password acquisition protocol to lock or kill an RFID tag for privacy control should be developed;

· Related to 3.3.10.1 and 3.3.11.4, content negotiation protocols should be extended. So some cooperation with OMA or IETF might be needed. Additionally a verification procedure should be specified;

· Related to 3.3.11.5, a key management infrastructure needs to be developed;

· The sub section 3.3.8.1 describes extension issues to existing directory services such as DNS, X.500 or LDAP. They should be solved. Additionally possibility of a new directory service protocol development was introduced. If it’s ok, a proper protocol should be developed. EPCglobal might use such directory service instead of DNS;

· The sub section 3.3.8.2 describes creation of a special domain name for the code resolution. This work is associated with DNS. ITU-T needs to make an input to IETF; 

· A directory interoperability protocol as described in 3.3.8.3 should be developed to establish a global service infrastructure of networked ID applications and services;

· A code representation rule as described in 3.3.6.1 should be specified to denote a bit string code and an ID code naming scheme as described in 3.3.6.3 should be defined. These two issues might be converged into one specification. Some cooperation works with other SDOs are expected according to naming schemes such as URN, IRI, OHN or something else;

· Related to 3.3.6.2, code identification and code structure description format to distinguish a variety of code schemes should be developed; etc.

3.2.8. TSAG

Until its next meeting, July 2006, TSAG can achieve its role of developing advisory reports on the standardization initiative of ITU-T with regard to network aspects of identification including RFID and recommending strategic plans to ITU-T SGs.

Then it has to focus on another hot issue. The sub section 3.2.26 of the companion contribution describes the sensor networking issue. The sensor networking has lots of standardization issues which are very challenging. Its market is emerging and various research and development cases have been demonstrated. But there is no international standards development organization yet. Only the ZigBee Alliance group took role of developing its forum standards. But its major use case stayed within the home network field. Additionally ISO/IEC JTC 1/SC 6/WG 1 is trying to expand its work scope to include sensor networking issues.

TSAG has a technology watch topic called “ubiquitous networks”. With this title, TSAG can gear up discussions on the emerging topic to take standardization initiative.

4. CONSEQUENCES AND IMPLICATIONS

The section 4 of the companion contribution reads, “Existing networked RFID applications and services have been developed within the B2B domain. Thus the leading SDOs of ISO/IEC JTC 1/SC 31/WG 4 and EPCglobal have focused only on B2B-oriented applications and services. But currently B2C and B2B2C networked RFID applications and services are being introduced, which results in new service requirements and corresponding standardization issues. The work scope of the WG 4 is between RFID tags and a middleware application system via RFID readers, covering air interface protocols, tag data format, identification code schemes, application interface protocol and reader management protocol. Other application layer issues and network communication aspects are out of scope of the WG 4. EPCglobal deals only with SCM-like business-purposes RFID applications.”
At the moment here are current situations: emerging networked RFID applications and services need more standardized specifications; existing SDOs cannot cover all required standardization issues due to their limited work scopes; and ITU-T is taking an initiative to develop relevant standards and several technical contributions have already been taken into account.
So this contribution summarized prospective work items from ITU-T’s point of view and cooperative work items with other SDOs. But cooperation talks have been had personally or informally so far. Consequently it is recommended for ITU-T to make a formal procedure with other PSOs and SDOs to set up close cooperation and develop harmonized standards.
ANNEX – Proposed resolution
The following added and revised texts are proposed to be included in the RFID HIS resolution of the GSC-11 meeting.
____________________
The 11th Global Standards Collaboration meeting ( Chicago, 2006) is:
Recognizing:

· that, in the past, applications of RFID were focused on systems working in a local environment  and on specific areas like logistic, supply chain management, access control, etc. and there is now a wide potential range of applications for both B2B (Business to Business), B2C (Business to Consumer) and B2B2C uses; new challenges of B2B, B2C and B2B2C RFID applications and services were figured out by analysis of their service requirements; corresponding standardization issues to be tackled as extensions as well as additions to existing RFID standards were learned; and some of them correspond to ITU-T’s prospective work items, some of them do to cooperation work items with other SDOs and some of them are likely to be other SDOs’ work items;
· that ITU-T is taking into account an establishment of a Focus Group on RFID matters because distributed work items to various ITU-T Study Groups will make difficulty in a consistent management of work items and scopes, roadmap and time plans, avoidance of conflicts and missing items, etc.; and experts on networked RFID systems and services/applications are usually working on various issues, not only a few specific issues and they must feel difficulty in attending all related Study Groups and SDOs for standardization activities;
Considering:

· the importance of the coordination in the development of global standards due to the complexity of the subject in terms of technical, regulatory (e.g. radio communication and spectrum issues), communication interface (i.e. networking)  and legal aspects and additionally due to limited work scope of ISO/IEC not covering application and network aspects but doing the communication scope between RFID tags and an application middleware system via multiple RFID readers;

Resolves:

· to encourage Participating Standards Organizations (PSOs) and other standards bodies to develop globally compatible networked RFID standards, including frequency use, radio requirements, system protocols and Automatic Identification Data Capture (AIDC) type network interfaces, integration of reader, tag and smartcard, data representation and encoding format, code multi-uses and resolution, service gateway architecture and protocol, privacy protection, password and key management, etc.;
· to make a leading formal procedure of ITU-T to set up close cooperation with PSOs and SDOs and develop harmonized and globally compatible RFID-related standards;
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