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Christian Priller
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Accreditation, Certification and Standardisation
In this field since 25 years

e.g. ISO CASCO Convenor for Product Certification, 
Chairman of`CEN / CENELEC TC 1,

DIN NQSZ

https://www.vdtuev.de/
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The world is global, Global Trade …

European Single Market, 
trade in goods (export and import, without intra EU trade) in 2016 about 3.500 billion, EU-28 (eurostat)

New Legislation Framework
EU Regulations 764 / 2008 and 765 / 2008 plus x

Modular Concept
Modules A to H, risk based approach

Over 30 EU Directives / Regulations
From toys to presser equipment

One product more directives / regulations

Over 30 EU Directives / Regulations
From toys to presser equipment

Standards CEN, CENELEC, ETSI, ISO, IEC, …
Presumption of conformity

Tools
- Suppliers declaration
- Testing
- Inspecting
- Certification
- Verification / Validation
- ….

CCA has to be
part of the NLF 

and it fit´s fully in !!!
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 EXAMPLE OF DIGITAL PRODUCT TESTING, Pressure Equipment Directive
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General Challenges of Cybersecurity | TÜV NORD | Ulf Theike
Pictures: www.esska.de; www.moeller.net / www.linde-gas.de

Functional
Safety

Today`s
Testing Future Testing

+ IT-SecurityExplosion 
Protection+ +

Pressure
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Directive

The existing directives must be upgraded to include IT-Security, 
as a holistic risk assessment becomes indispensable.

WiFi
Bluetooth

Transfer of
Secure Data

External
DatabasesSensors Secure

Software

http://www.esska.de/
http://www.moeller.net/
http://www.linde-gas.de/
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Four Key Recommendations:

1. TÜV SÜD welcomes the Cybersecurity Act
A certification framework will provide trust in the security of ICT products and services.

2. Certification must always consider the risk of a product
Specific risk defines  depth and quality of the assessment. The higher the risk, the 
more comprehensive the assessment must be. Higher-risk products must be subject 
to a mandatory assessment. 

3. Certification only through a third party assessment
The trustworthiness of a certificate is dependent on an assessment by an independent 
third-party body.

4. Responsibilities needs to be clarified
Interplay of independent conformity assessment, accreditation, notification, and 
national market surveillance provides effective and sustainable consumer protection. 
Various actors may only be responsible for one single role at a time.

• Find more at: vdtuev.de/themen/digitale-transformation
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