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Algorithms

Algorithm selection

Algorithm specification

Conformance tests

Implementation guidance
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NIST SP 800-208: Stateful hash-based 
signature schemes

Algorithms: Stateful hash-based signatures
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IETF RFC 8391: XMSS IETF RFC 8554: LMS

ETSI TR 103 692: State management for 
stateful authentication mechanisms
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Adoption: CNSA 2.0
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Protocols: TLS
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Applications
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Applications: Summary
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Plan

Experiment

Be patient

Understand the security requirements  

Understand the practical constraints

Wait for standards and best practice



Questions?


