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[bookmark: _Toc127281339]Intellectual Property Rights
Essential patents
[bookmark: IPR_3GPP]IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The declarations pertaining to these essential IPRs, if any, are publicly available for ETSI members and non-members, and can be found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETSI in respect of ETSI standards", which is available from the ETSI Secretariat. Latest updates are available on the ETSI Web server (https://ipr.etsi.org/).
Pursuant to the ETSI Directives including the ETSI IPR Policy, no investigation regarding the essentiality of IPRs, including IPR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web server) which are, or may be, or may become, essential to the present document.
Trademarks
The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners. ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.
DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its Members. 3GPP™ and LTE™ are trademarks of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners. oneM2M™ logo is a trademark of ETSI registered for the benefit of its Members and of the oneM2M Partners. GSM® and the GSM logo are trademarks registered and owned by the GSM Association.
[bookmark: _Toc127281340]Foreword
This Group Specification (GS) has been produced by ETSI Industry Specification Group (ISG) Network Functions Virtualisation (NFV).
[bookmark: _Toc127281341]Modal verbs terminology
In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and "cannot" are to be interpreted as described in clause 3.2 of the ETSI Drafting Rules (Verbal forms for the expression of provisions).
"must" and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.
[bookmark: _Toc127281342]
1	Scope
The present document specifies the service interfaces to fulfil the functional requirements of the container infrastructure service cluster management (CIS Cluster Management, or CCM in abbreviation) as specified by ETSI GS NFV-IFA 036. It analyses the NFV object model for CIS cluster management and the managed objects of the referenced open-source solutions (e.g. Kubernetes® cluster API) and provide a mapping between them. Based on the analysis results, the referenced solutions are profiled for specifying the CIS cluster lifecycle, configuration, performance, fault and security management service interfaces. 
[bookmark: _Toc127281343]2	References
[bookmark: _Toc127281344]2.1	Normative references
References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.
Referenced documents which are not found to be publicly available in the expected location might be found at https://docbox.etsi.org/Reference/.
NOTE:	While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee their long term validity.
The following referenced documents are necessary for the application of the present document.
[bookmark: REF_ISOIEC9646_7][1]	ETSI GS NFV-IFA036: "Network Functions Virtualisation (NFV); Network Functions Virtualisation (NFV) Release 4; Management and Orchestration; Requirements for service interfaces and object model for container cluster management and orchestration specification".
[bookmark: _Toc127281345]2.2	Informative references
References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.
NOTE:	While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee their long term validity.
The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[bookmark: REF_GSNFV002][i.1]	ETSI GR NFV 003: "Network Functions Virtualisation (NFV); Terminology for Main Concepts in NFV".
[bookmark: _Toc127281346]3	Definition of terms, symbols and abbreviations
[bookmark: _Toc127281347]3.1	Terms
For the purposes of the present document, the terms given in ETSI GR NFV 003 [i.1] apply.
[bookmark: _Toc127281348]3.2	Symbols
Void.
[bookmark: _Toc127281349]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in ETSI GR NFV 003 [i.1] apply.
[bookmark: _Toc127281350]4	Overview
Editor’s Note: This clause provides an overview of the requirements of the CCM service interfaces as specified by ETSI GS NFV-IFA 036, as well as the referenced open-source solutions to meet these requirements.
[bookmark: _Toc127281351]4.1	Summary of ETSI GS NFV-IFA036
[bookmark: _Toc127281352]4.2	Profiled protocol and data model solutions

[bookmark: _Toc127281353]5	NFV object models mapping to profiled solution objects
Editor’s Note: This clause provides the mapping between the NFV object model for CIS cluster management and the managed objects of the referenced open-source solutions.
[bookmark: _Toc127281354]5.1	CIS cluster object
[bookmark: _Toc127281355]5.2	CIS cluster node object
[bookmark: _Toc127281356]5.3	CISM instance object

[bookmark: _Toc127281357]6	CIS cluster lifecycle management service interface
Editor’s Note: This clause specifies the interface exposing the CIS cluster lifecycle management service offered by the CCM function. 
[bookmark: _Toc127281358]6.1	Description

[bookmark: _Toc127281359]7	CIS cluster configuration management service interface
Editor’s Note: This clause specifies the interface exposing the CIS cluster configuration management service offered by the CCM function. 
[bookmark: _Toc127281360]7.1	Description

[bookmark: _Toc127281361]8	CIS cluster performance management service interface
Editor’s Note: This clause specifies the interface exposing the CIS cluster performance management service offered by the CCM function. 
[bookmark: _Toc127281362]8.1	Description

[bookmark: _Toc127281363]9	CIS cluster fault management service interface
Editor’s Note: This clause specifies the interface exposing the CIS cluster fault management service offered by the CCM function. 
[bookmark: _Toc127281364]9.1	Description

[bookmark: _Toc127281365]10	CIS cluster security management service interface
Editor’s Note: This clause specifies the interface exposing the CIS cluster security management service offered by the CCM function. 
[bookmark: _Toc127281366]10.1	Description



[bookmark: _Toc127281367]Annex A (informative):
Analysis on the open-source solutions based on the CCM service interface requirements
Editor’s Note: This part provides analysis and comparison of the open-source solutions against the CCM service interface requirements. It analyses the gap between the referenced open-source solutions and CCM functional requirements in detail.





[bookmark: _Toc127281368]Annex B (informative):
Change History
	Date
	Version
	Information about changes

	February 2023
	0.0.1
	First version providing the document skeleton and scope.
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